Delegation of Authority Use Case Scenario
The following steps are done in order to demonstrate success and failure.
(a) Alice contacts the cloud service provider (CSP), is redirected to her IdP to authenticate, and gets redirected back to the CSP, that offers access to a resource which is restricted to TAS3 members. Alice, who is not a member of TAS3, then requests access to that resource, and is denied access.

(b) Bob, who is a TAS3 member, logs in to the delegation (DEL) service and delegates the ‘TAS3 member’ role to Alice, using the delegation by invitation service GUI. The DEL service generates a URL with the resulting invitation and returns it to Bob. Bob emails this to Alice.
(c) Alice clicks on the URL link in the email and is redirected to the DEL service where she logs in via her preferred IdP (this could be SSO enabled and therefore no further login is needed). The DEL service confirms that Alice has been delegated the ‘TAS3 member’ role.

(d) Alice tries to access the CSP again, is redirected back to her IdP to authenticate (again this could be SSO so no authentication is needed) and now she gets access to the cloud resource. In this step the IdP returned a referral to the DEL service to the CSP, which contacts (the attribute authority interface of) the DEL service, to obtain the TAS3 member credential for Alice which was created in step (c). 
(e) Alice logs out from the CSP

(f) Alice visits the CSP again and gets access to the resource. 

(g) Bob now contacts the DEL service and revokes the delegated credential from Alice (without telling her).
(h) Alice visits the CSP again and is denied access to the resource. 
