Certification Requirements

1.  Objective

The business objective of certification is to ensure interoperability of electronic filing applications using Legal XML standards.  The Java certification process imposes what is probably the most exhaustive set of certification test suites ever required to make the claim of "write once; run anywhere" credible.  For the same reason, the Legal XML certification test suite must comprehensively exercise the complete Legal XML electronic filing architecture.

2. Approach

Given the similar business objective, the Java certification process is used as a model for the proposed Legal XML process.  The similarities extend to the set of certification deliverables and the actual business process for completing certification.

3. Deliverables

The Legal XML certification process requires two sets of deliverables:  a business process for certification and specific certification process artifacts.
The business process identifies:

· the creator of the artifacts
· the owner of the artifacts
· the entity responsible for performing the certification tests
· the entity with the legal authority to grant certification.
     The certification artifacts includes:

· the standards

· the test suite

· the reference implementation

· guidelines and best practices (optional)

4. Certification Business Process
4.1 Artifact Creator.  An entity must create all of the artifacts.  The OASIS Legal XML Electronic Court Filing Technical Committee is responsible to create the standards or specifications.  The TC must identify an entity to create the test suites and reference implementation.

4.2 Artifact Owner.  The TC should own all certification artifacts.  In addition, the TC must identify an entity to maintain the test suite and reference implementation.
4.3 Certification Tester.  Entities desiring certification must perform all required tests and report the results to the certifying entity.

4.4 Certification Authority.  The TC is the certification authority of first recourse.  The TC must identify an entity or entities to perform the technical analysis of the certification test report by certification candidates.
5. Certification Artifacts

5.1 Standards.  The standards must specify a complete end-to-end architecture that is unambiguous throughout.  The standards must define all components, transactions, and application interfaces (API's).  If a vendor can fully comply with the standards and execute an incompatible transaction, then the standards are incomplete.  The specification of the standards should include statements of purpose, a general architectural model encompassing the testable family of standards, boundary conditions, any allowable levels of conformance, required artifacts, and  required tools (if any).

5.2 Test Suite.  The test suite must fully exercise the standards.  Optionally, the test suite may identify two levels of compliance:  minimum and optional.  The former would test compliance with the core requirements and the latter would test compliance with the full set of optional functionality.
5.3 Reference Implementation.  The reference implementation consists of a set of applications that represent the full working architecture.  The components should embody the simplest application that fully complies with the standards, exercising each function once with the minimum functionality wherever over-specification occurs.

5.4 Guidelines and Best Practices.  These optional artifacts greatly aid potential certification candidates by interpreting difficult areas of the standards and indicating preferred methods of implementation.
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