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	T
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	Edson
	X
	

	Scott Schumacher (Thomson Corporation) – Observer
	Schumacher
	
	

	Shogan Naidoo (Individual) - Member
	Naidoo
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	Fiore
	
	

	Steven Taylor (Individual) – Observer
	Taylor
	
	

	Terry Bousquin (Individual) – Observer
	Bousquin
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	Carlson
	X
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	Clarke
	T
	

	Tom Smith (Individual) – Member
	Smith
	
	

	Tony Rutkowski (Verisign) – Observer
	Rutkowski
	
	

	Winfield Wagner (Crossflo Systems Inc.) – Observer
	Wagner
	X
	


Minutes
At 9:05 a.m., the meeting began with the introduction of Doug Bullock from the Louisiana Supreme Court who brought the greetings of Dr Hugh Collins, State Court Administrator for Louisiana and co-chair of the COSCA/NACM Joint Technology Committee. Attendees introduced themselves.
John Greacen explained the procedures used by the Technical Committee to make decisions and his role as chair.  Our decision making method is by consensus indicated by the question, “Is there anyone who cannot live with…?” Those who are here are a subset of the entire technical committee and everything we decide will be communicated with the TC through a telephone conference call at the close of each meeting. Ultimately, authoritative decisions are made by the full TC membership on the list.  

We are on an incredibly tight timeline to produce Court Filing Blue by July 1 for delivery to the JTC of COSCA/NACM. The committee meets on July 10 and will need time to read the material. 
The first agenda item was to have been final review of the Requirements document.  John, Tom Clarke, and Eric discussed Eric’s priorities and decided to first pay attention to the straw man for the specification. We have reached decision on all of the contents of the Requirements document and can go forward, even though it remains to be finalized.   It is more important to move forward on the specification rather than to complete all refinements on the requirements. Eric has gotten the first draft of the specification strawman out , but not Version 9 of the Requirements, so the meeting will focus on the strawman.

Dallas Powell said that he discovers new requirements with every client with whom he works.  He is concerned that constraining ourselves to a set of requirements would hamper his ability as a vendor to implement. He feels the use cases would have to be changed for particular applications. He wants us to be sure not to say that we have defined all of the requirements. He is not sure the current requirements document even begins to address the issues he has found in “justice courts.” Don Bergeron said we should talk about this in terms of Court Filing Blue “1.0,” – the first release – assuming this is a base of requirements that is going to evolve.  John Greacen pointed out that the group has agreed that the Requirements document will not be normative; only the specification will be normative. 
During the OASIS Symposium, the ebXML TC reported that its version 3.0 is focusing on convergence with the WS-I messaging approaches. John suggested that it may not be worthwhile to focus much energy on the ebXML profile using the current version if that is being changed. He suggested that we focus on the WS-I profile for this release (along with Sneaker Net).  The understanding is that anyone may define and offer another profile.  John Ruegg stated that he would be disappointed not to have the ebXML profile defined in Court Filing Blue 1.0 but that he could live with it.
Jim Cabral said that a remaining issue is how to keep Court Filing Blue modular so people will be able to add other messaging profiles. It is important to keep the principle that we expect Blue to be implemented in all profiles, so it has to be constructed in that way from the beginning.
John asked that Eric lay out what he needs from us in the next two days and a suggestion on how to build the agenda to accomplish that. Eric asked that we review the functional requirements from the COSCA/NACM Standards for Electronic Filing Processes (Technical and Business Approaches).  The group reviewed each of those requirements, with the results shown in the following table.  
	Id
	Functional Standard
	Applicable to Court Filing Blue?
	Comment

	3.1
	FUNCTIONAL STANDARD: GENERAL

COURT STANDARDS
	
	

	3.1.1


	System conforms to existing COSCA/NACM standards and has the flexibility to adapt to emerging COSCA/NACM standards found at http://www.ncsc.dni.us.
	Yes
	Court Filing Blue is the principal “emerging standard” referred to.

	3.1.2


	System describes unique court filing policies and standards in an XML format, accessible free of charge by potential filers, including service providers.
	Qualified
	Court Filing Blue identifies three layers of Court Policy -- human readable, development layer, and run time layer.  Only the run time layer is to be presented in XML format.

	3.1.3
	System provides a process to inform current users of court policy changes relative to electronic filing.
	Qualified
	Court Filing Blue will include only run time policies.  Others may be available, e.g., human readable through the court’s web page and development layer policies in a court requirements document, but they are not supported by Court Filing Blue.  

	3.2
	FUNCTIONAL STANDARD: SYSTEM ARCHITECTURE
	
	

	3.2.1
	System architecture supports XML data exchange in accordance with standards adopted by COSCA and NACM.
	Yes
	

	3.2.2
	System architecture incorporates migration strategies for new releases of XML standards
	?
	The TC intends to issue future, enhanced releases of Court Filing Blue.  It is not clear how our initial specification will include a strategy for migrating to future releases, except for the issue of supporting multiple messaging profiles already mentioned.

	3.2.3
	System architecture provides capabilities for high volume filers to transfer large numbers of documents, attachments and envelopes at one time ("mass filing").
	Qualified
	Court Fling Blue will support filing a single message containing multiple documents in the same case in the same court.   Court Filing Blue 1.0 does not support “mass filings” of multiple documents in multiple cases, except as repetitive filing submissions

	3.2.4
	System has disaster recovery and rollback capabilities consistent with court needs and policy.
	N/A
	Not a function supported by Court Filing Blue

	3.3
	FUNCTIONAL STANDARD:

ELECTRONIC DOCUMENTS
	
	

	3.3.1 


	System records all dates and times needed to apply court rules governing the time and date that court filing occurs and informs filer of the date and time of filing
	Yes
	Court Filing Blue will support a single time and date of filing.  The court will define which date and time will constitute the time of filing.  Court Filing Blue will also include a submission date and time.  It will include the capability for local extensions,  which would allow the capture of additional dates and times if the court so wished .

	3.3.2
	System accepts the importation of non- electronic documents into the electronic court record in accordance with statutes and rules.
	Yes
	The court will be able to scan and file a document on behalf of a filer.  But the court will have to record that this not an electronic filer, for purposes of electronic service. There will be methods to address who signed a scanned document. Physical evidence such as a gun is out of scope.

	3.3.3
	System provides a method for handling other electronic materials involved in a case, including, e.g., transcript, exhibits, and multimedia presentations made to the jury.
	Yes
	As long as supported by Mime Type.  Through court policy a court may limit the electronic materials that it will receive.

	3.3.4
	System presents the documents in the electronic formats allowed by the court.
	Yes
	Court Policy defines allowable document formats.

	3.3.5
	System will produce copies on demand.
	N/A
	Not a function supported by Court Filing Blue

	3.4
	FUNCTIONAL STANDARD: DOCUMENT INTEGRITY
	
	

	3.4.1
	System provides a means to verify the integrity of any electronic document received and stored by the court.
	Yes
	

	3.4.2
	System provides document redundancy.
	N/A
	Not a function supported by Court Filing Blue

	3.4.3
	Hash algorithms must be provided within receipt and the system must provide a document history of hashes.
	Qualified
	Court Filing Blue will support return of the hash to the filer.   Maintenance of history of hashes will not be covered in the Blue specification

	3.4.4
	At a minimum, system must comply with FIPS 180-2 or successors. (http://www.itl.nist.gov/fipspubs/fip180-2.htm).
	Yes
	

	3.5
	FUNCTIONAL STANDARD: SYSTEM SECURITY
	
	

	3.5.1
	System transmissions are secure.
	Yes
	

	3.5.2
	System provides an audit log of transactions as appropriate to the court's needs.
	N/A
	Not a function supported by Court Filing Blue

	3.5.3
	System must provide that appropriate court staff have control of assignment and revocation of security levels and privileges
	N/A
	Not a function supported by Court Filing Blue

	3.5.4
	System provides appropriate processes for court staff to control user privileges to create, modify, delete, print, or read electronic records.
	N/A
	Not a function supported by Court Filing Blue

	3.5.5
	The "Legal Envelope" and the document must both have state-of-the-art and robust virus checking applied prior to transmission to the court and upon receipt of the transmission at the court.
	N/A
	Not a function supported by Court Filing Blue.  But Court Filing Blue will support the return of the reason for rejection of a filing, including the existence of a worm or virus.  

	3.5.6
	System complies with generally accepted security protocols, including use of HTTPS and secure socket layer (SSL).
	Yes
	Messaging Profile Specific

	3.6
	FUNCTIONAL STANDARD:

SIGNATURES AND AUTHENTICATION
	
	

	3.6.1
	System complies with statutes and rules for authentication of electronic documents.
	Yes
	

	3.6.2
	System provides authentication of filer identity in accordance with court policies.
	Yes
	

	3.6.3
	System provides a method of authenticating judicial officer actions
	Yes
	

	3.7
	FUNCTIONAL STANDARD: CASE AND DOCUMENT CONFIDENTIALITY
	
	

	3.7.1
	System provides provisional confidentiality until a determination on confidentiality is made by the court
	Yes
	Court Filing Blue will convey a message to the clerk review MDE that the filer requests sealing of the document or documents submitted.  It has not been decided whether Court Filing Blue will leave optional whether encryption will be applied and if so whether encryption will be applied to single or multiple documents.

	3.7.2
	System allows for changes of confidentiality status for documents or the case during the life of the case.
	Yes
	Court Filing Blue assumes requests for such changes will come in the form of traditional documents submitted electronically to the court for decision.

	3.7.3
	Based on the nature of the document and the nature of case, system provides automatic confidentiality at the time of electronic document filing in accordance with statutes and rules or court orders.
	Yes
	Court Filing Blue will convey the information needed to invoke this protection.

	3.8
	FUNCTIONAL STANDARD:

ACCEPTANCE AND REJECTION OF

FILINGS
	
	

	3.8.1
	Front End Application is able to support the court's policy on filing when the court's accepting system is down.
	Qualified
	The Filing Assembly MDE can make a record of filer’s filing, but this will not be part of the specification or of a message profile

	3.8.2
	System informs the filer of the acceptance or rejection. The receipt must include the reasons for rejection and document hash.
	Yes
	

	3.8.3
	System supports automated acceptance and rejections of filings and documents in accordance with the form and substance requirements of the court.
	Yes
	Implementation specific

	3.8.4
	Acknowledgements of filings must include the address by which the document can be accessed for the purpose of linking it to subsequent filings in the same case.
	Yes
	This is the link needed to refer to a previously filed document in a subsequent filing.  Identifier for document will be a globally unique ID.

	3.9
	FUNCTIONAL STANDARD: USER AND SERVICE REGISTRATION
	
	

	3.9.1
	System maintains a register of authorized users and identifiers. System supports registration/authorization process for submission of electronic court filings by:
	Qualified
	Court Filing Blue will not support such a registration process.  It will assume that each court maintains the electronic addresses of all persons participating electronically in a case and will transmit that information, together with a list of parties not participating electronically, to the filer for completion of service.

	3.9.2
	A registry of web services must be provided by the system for integration, e.g. UDDI.
	Yes
	Message Profile specific issue

	3.10
	FUNCTIONAL STANDARD: COURT

PAYMENTS
	
	

	3.10.1
	System accommodates payments in accordance with statutes and rules.
	Qualified
	Implementation Specific.  Court Filing Blue will include the means for a filer to discover the fees associated with a filing and to convey payment information to the court.  A court may choose not to require payment as a prerequisite of acceptance of a filing.

	3.11
	FUNCTIONAL STANDARD:

SUBMISSION OF ALL FILINGS
	
	

	3.11.1
	If the court's case management system is not operational, the front-end electronic filing system sends a message immediately to the filer and holds the filing for submission when the court's system is operational.
	N/A
	Implementation specific

	3.11.2
	Front-end system validates case number, filing parties, case types, document types, and other elements required for populating the court's database.
	Yes
	Part of the core specification.  Case number will not exist for document initiating a new case.  This case information will be supported by Court Filing Blue and its use cases include obtaining this information from the court’s database for verification by the Filing Assembly MDE.

	3.11.3
	Front-end system provides error messages and correction options if the filing is not in accordance with court policies, codes, and requirements including case openings.
	Yes
	Part of the core specification.  Court Filing Blue supports the inclusion in a response message of the reasons for rejection.  How extensive those messages are will depend on the court.  

	3.11.4
	System assigns and confirms a unique identifier for each filing
	Yes
	Court Filing Blue will support unique identifiers for each filing, document, and attachment

	3.12
	FUNCTIONAL STANDARD: CASE

OPENING FILINGS
	
	

	3.12.1
	System assigns a unique case identifier until assignment of a permanent case number by the court.
	Yes
	Will likely be filing identifier as the unique case identifier – part of core specification

	3.12.2
	System allows automated initiation of new cases without requiring submission of the case to the clerk review queue.
	Yes
	Court specific implementation issue

	3.12.3
	System supports automated docket entries for initial filings without clerk review.
	Yes
	Court specific implementation issue

	3.13
	FUNCTIONAL STANDARD:

SUBSEQUENT CASE FILINGS
	
	

	3.13.1
	System supports automated docket entries for subsequent filings without clerk review.
	Yes
	Court specific implementation issue

	3.13.2
	System allows automated receipt of subsequent filings without requiring submission of the case to the clerk review queue.
	Yes
	Court specific implementation issue

	3.14
	FUNCTIONAL STANDARD: SERVICE AND NOTICE
	
	

	3.14.1
	System electronically serves documents and notice to other parties participating in the electronic filing system, in accordance with statutes and rules
	Yes
	The information needed to accomplish this purpose will be contained in Court Filing Blue.  Whether a court wishes to perform this function will be court specific.

	3.14.2
	System generates a record of the non electronic filing parties to whom service must be provided
	Yes
	This is included in the core specification.

	3.14.3
	System automatically creates and dockets in the court's case management system a certificate of service for the document served.
	Yes
	Implementation specific.  Court Filing Blue will transmit a message confirming that service was accomplished.  How the court chooses to record that message is court specific.

	3.15
	FUNCTIONAL STANDARD: JUDICIAL CONSIDERATION OF DRAFTS
	
	

	3.15.1
	System provides a method for parties to transmit proposed orders and other proposed materials to judicial officers for consideration, with or without docketing the event and committing the document and data to the database.
	Yes
	This will be part of the Court Filing Blue core specification. (We will need to update requirements to include this functionality.)  Party to party transmissions that do not involve a court filing are beyond the scope of Court Filing Blue 1.0, but are within the scope of the TC and will be included in a future release.  

	3.15.2
	System provides a method for the judicial officer to return a modified proposed document to the sending parties with or without docketing the event and committing the data to the database.
	Yes
	This will be part of the Court Filing Blue core specification. (We will need to update requirements to include this functionality.)

	3.15.3
	System provides automatic notice to all parties when filer sends a proposed order to a judicial officer for consideration.
	Yes
	Coordinate with 3.14 for certificate of service and  handling of non-electronic parties.

	3.15.4
	System provides automatic notice to all parties when the judicial officer returns a modified proposed document to the sending parties.
	Yes
	Coordinate with 3.14 for certificate of service and  handling of non-electronic parties.

	3.16
	FUNCTIONAL STANDARD: CLERK REVIEW
	
	

	3.16.1
	System provides for review of data and documents by court staff prior to inclusion in the court record based on local procedures and rules.
	Yes
	Part of the core specification

	3.16.2
	If the filer must take additional action after clerk review, the system provides a method for the clerk to send notice to the filer.
	Yes
	Part of the core specification

	3.17
	FUNCTIONAL STANDARD: COURT

INITIATED FILINGS
	
	

	3.17.1
	System allows for court judicial officers and court staff to initiate actions as filings.
	Yes
	Part of the core specification.  Coordinate with 3.14 for certificate of service and non-electronic parties.

	3.17.2
	System informs parties of court-initiated filings.
	Yes
	Part of the core specification.  Coordinate with 3.14 for certificate of service and non-electronic parties.

	3.18
	FUNCTIONAL STANDARD: REQUESTS FOR AND RESPONSES TO REQUESTS FOR CASE INFORMATION
	
	

	3.18.1
	System processes requests and responses to standard queries for court records according to the standard protocol approved by COSCA/NACM.
	Yes
	Part of the core specification

	3.18.2
	Every response to a query includes the most current, complete and accurate CMS and DMS records as defined by court policy.
	Yes
	Part of the core specification

	3.18.3
	System provides a notice to the person making the query of the currency of the information.
	Yes
	We will add this to the specification and include it in the requirements document.  How this information will be presented is implementation specific.

	3.18.4
	System provides authentication and verification that the court order in the court's database is the court order received by the requestor.
	Yes
	The needed information is part of the core specification.  The implementation may be specific to a Messaging Profile.

	3.18.5
	System supports queries of court records and responses to queries of court records.
	Yes
	Part of the core specification

	3.18.6
	System notifies appropriate actors of updates to the court record.
	N/A
	Out of Scope

	3.19
	FUNCTIONAL STANDARD:

INTEGRATION WITH DOCUMENT

MANAGEMENT SYSTEMS
	
	

	3.19.1
	System delivers case documents for entry and retrieval into the court's electronic Document Management System and Case Management System with "one-click" methods that do not require duplicative work on the part of court clerks for record entry into or ret
	Yes
	The core specification provides the structure for the Clerk Review MDE to submit a document to the Court Record MDE for entry into the court’s official record.  The key strokes needed to accomplish the submission are implementation specific.

	3.19.2
	System stores documents until the court takes custody of the document.
	Yes
	Court Filing Blue requirements call for Clerk Review MDE to receive and hold documents until committed to the Court Record MDE.

	3.2
	FUNCTIONAL STANDARD:

INTEGRATION WITH CASE

MANAGEMENT SYSTEM
	
	

	3.20.1
	System delivers case information for entry and retrieval into the court's electronic Document Management System and Case Management System with "one-click" methods that do not require duplicative work on the part of court clerks for record entry or retrie (sic).
	Yes
	The core specification provides the structure for the Clerk Review MDE to submit docketing information to the Court Record MDE for entry into the court’s official record.  The key strokes needed to accomplish the submission are implementation specific.

	3.20.2
	System stores information associated with the filing until the court takes custody of the filing.
	Yes
	Court Filing Blue requirements call for Clerk Review MDE to receive and hold document metadata until committed to the Court Record MDE.

	3.20.3
	CMS is used to access or point to the location of documents in electronic court records.
	Yes
	Court Filing Blue provides the information a CMS would need to serve as the index to electronic court documents.  Whether the court will use this capability is implementation specific.  Court Filing Blue will support a query to obtain a Court Document List maintained separately from the CMS docket or register of actions.

	3.21
	FUNCTIONAL STANDARD: JUDICIAL INFORMATION SHARING AMONG COURTS, INCLUDING APPELLATE COURTS
	
	

	3.21.1
	The system provides the record on bind over or transfers to another court from the electronic record in accordance with statutes and rules.
	Yes
	But trial clerk is filer filing such records into a general jurisdiction or appellate court

	3.22
	FUNCTIONAL STANDARD: DOCUMENT RETENTION AND ARCHIVING
	
	

	3.22.1
	System provides for archiving of data and documents in accordance with approved retention, archiving and destruction policies
	N/A
	

	3.22.2
	System provides for forward migration of all court documents
	N/A
	

	3.23
	FUNCTIONAL STANDARD: RELATED TECHNICAL CONSIDERATIONS
	
	

	3.23.1
	System uses browser technology and complies with W3C technical standards for a variety of platform operating systems and browsers.
	Yes
	Messaging Profile Specific

	3.23.2
	System complies with W3C web services standards.
	Yes
	Messaging Profile Specific

	3.23.3
	System supports annotation that is not part of the court record, with appropriate confidentiality and access controls.
	N/A
	

	3.23.4
	System supports actor-to-actor communication that is not part of the court record, with appropriate confidentiality and access controls.
	Yes
	But out of scope for Court Filing Blue 1.0.  Will be covered in future release


Questions Relating to e-Gov Report
The e-Gov TC posits different types of messages depending upon the parties involved in them.  The model for Citizen-to-Government messages is different from the model for Government Agency to Government Agency messages.  Do we want to reflect such differences in Court Filing Blue?  The consensus was no, we do not.  All filings and other message exchanges are the same regardless of the governmental or non-governmental nature of the party. 
Do we need a unique identifier to denote that the filer is a governmental agency?  No.  The name and organizational nature of the filer will be included for each filer.  The GJXDM includes element names for various types of entities, including government agencies.

We may need a special indicator for a person assigned indigent status by the court so that s/he may proceed without the payment of fees and with government-sponsored counsel.
Whether a court will accept queries concerning case information from a non-party to the case is a matter for individual courts to decide.  Court Filing Blue will support such queries and responses that may include the court’s refusal to entertain them.  
The parties to a case can change.  How such changes are made is decided by each court.  Court Filing Blue will assume that such changes are accomplished by the filing of a traditional document, such as a motion to intervene or a motion for change of counsel.  Court Filing Blue will not contain any special information to accomplish such changes other than through the means of a traditional filing.  
E-Gov recommends the use of globally unique identifiers.  The group decided to accept this approach.  James Cusick will research available means for creating globally unique identifiers (GUIDs) for Court Filing Blue. We will need GUIDs for filings, documents, attachments, courts, filers and MDEs.   GUIDs are not the same as addresses for filers, MDEs or courts.  There is no need for dynamic registration of MDEs.
Do we allow Message Splitting? If the particular messaging profile enables it, Court Filing Blue will support it.

Eric suggested that we need to review the following for each message type:
	Review Related to:
	Filing ID
	Submitter ID
	Court ID
	Doc.
	Doc. Metadata
	Payment Info

	· focus on elements with reference to OXCI
	
	
	
	
	
	

	· message correlation
	
	
	
	
	
	

	· signaling faults
	
	
	
	
	
	

	· waiting
	
	
	
	
	
	

	· doing nothing
	
	
	
	
	
	

	· event handlers
	
	
	
	
	
	

	· message events
	
	
	
	
	
	

	· alarm events
	
	
	
	
	
	

	· enablement of events
	
	
	
	
	
	

	· processing of events
	
	
	
	
	
	

	· disablement of events
	
	
	
	
	
	

	· fault handling consideration
	
	
	
	
	
	

	· concurrency considerations
	
	
	
	
	
	


Discussion began with the filing message from the filing assembly MDE to the clerk review MDE.  The first issue on which disagreement surfaced was “date and time” of filing.  Some TC members argued that Court Filing Blue should support multiple dates and times so that the court can choose to give effect to any one of them.  Dates and times that would be supported would include the date and time a filing left the filer’s computer, the time it left the filing assembly MDE’s computer, and the time it was received by the clerk review MDE’s computer.  Others argued that Court Filing Blue should support only a single filing date and time, and the court should determine which date and time will govern the date and time of filing.  Discussion ensued concerning the meaning of COSCA/NACM functional standard 3.3.1 on this point. – System records all dates and times needed to apply court rules governing the time and date that court filing occurs.   Would our specification have to support and define all possible dates and times that a court might pick as the operative moment that a filing takes place?  Or would the provision of a single date and time entry be sufficient, giving the court the opportunity to choose any date and time as the operative one?   A vote was taken on the issue.  The majority – by a 2-to-1 margin – opted for a single date and time of filing, understanding that different courts in their own policies will determine the different actual dates and times that are the operative ones for their own purposes. Our specifications and schemas will support only a single such date and time. There was significant dissent to that, but the vote was determinative (subject, of course, to further review on the list).
The next issue concerned the filing ID.  Are there multiple filing IDs?  One assigned by the filer?  One assigned by the filing assembly MDE?  One assigned by the court?  We determined that the authoritative filing ID will be assigned by the court and submitted back to the filer in the acknowledgement, that is, synchronously linked to the filing itself, but the filing assembly MDE may assign a filing ID that it also submits, with the court having the option of recording or ignoring that. The court-issued filing ID will be the one the user uses to refer to the filed document.

Telephone Conference Call

John reported the decision had been made to focus on the specification, not the Requirements, because the requirements have not been fully revised.  Based on what we learned about ebXML and changes being effected there, we decided we will be basing our specification on the WS-I stack (and the sneaker net) for Court Filing Blue 1.0.

For each of the functional standards of the COSCA/NACM standards, we identified whether it is relevant to our specification and whether our current requirements support it.   We identified several issues that were not included in our current requirements. We then went through a number of issues identified by “e-Gov” relating to verification of ebXML messaging for use within government. One issue was whether we needed an identifier to show when a filer is a government entity – this is supported already in the GJXDM. We will need to be able to deal with an indigent person who is proceeding without having to pay fees. We concluded there is no need to have dynamic registration of MDEs, but we did decide that we should have a globally unique identifier not only for documents and filings, but also for filers, MDEs, and courts. 
We did seek to implement a globally unique ID for documents, filings, courts, MDEs, filers, but at this point we don’t know yet how we would construct that ID for each of those instances nor how such a system could be administered.  James Cusick agreed to lead a discussion on the List on how we will accomplish that.
We started a discussion of messaging types and are on the initial filing message from the filing assembly MDE to the clerk review MDE. We have made a decision that there will be a single date and time of filing, understanding that different courts in their own policies will determine the different actual dates and times that are the operative ones for their own purposes. Our specifications and schemas will support only a single such date and time. There was significant dissent to that, but the vote was about 2-1 on the subject. 
We determined that the authoritative filing ID will be assigned by the court and submitted back to the filer in the acknowledgement, that is, synchronously linked to the filing itself, but the filing assembly MDE may assign a filing ID that it also submits, with the court having the option of recording or ignoring that. The court-issued filing ID will be the one the user uses to refer to the filed document.
Jamie Clark asked what we are planning to produce based on this work.  John reported that we will soon publish version 9 of the requirements document for Court Filing Blue. We also have a first draft strawman for our specification. The exercise we went through this morning was a checking of our requirements against an external source of functional requirements. We are now going through the messages in the strawman to refine and amplify them. Our deadline is to produce the version 1 specification and schemas by July 1 of this year. Jamie was glad to be able to talk about something that is nearing completion. This may lead to some liaison and communication opportunities.
Jamie wondered what parts of others specifications we think we might work with. He feels there is a need for communicating about some points of cross contact. We are focusing on the payload of our core specification and we are going to be leveraging the Web Services Messaging Profile and the ebXML Messaging Profile. We will also support a “Sneaker Net Profile.”
Nick Pope said he has a concern about non-repudiation issues. The strawman is suggesting using WSS services for non-repudiation but it doesn’t support that, nor does the WS-I, he said. The dialogue needs to go forward on what we are actually trying to achieve in this area.  (Further discussion of this issue has taken place on the list.)
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Minutes
The meeting convened at 8:00 am and resumed discussion of the contents of the Filing Message from the Filing Assembly MDE to the Clerk Review MDE

Date and Time

We agreed we would have one such date and time of filing message, defined as date and time the Review Filing Message left the control of the filing assembly MDE. Dallas suggested “Safe Harbor” date and time would be a good label for this. James Cusick and Roger Winters were not comfortable with that title. Roger noted it conveys a concept of “safety” that a court’s policy concerning the date and time of filing may not support.  By analogy to the paper world, a filing does not occur until the paper reaches the court’s computer. 

However, from the perspective of the Filing Assembly MDE, there is a date and time that marks the initiation of the submission. Roger agreed that the “SubmissionDateAndTime” makes sense as the time a submission left the control of the filer. The “ReceivedDateAndTIme” comes later and is not something the filer can know. 

Eric reminded all TC members that all names agreed to will be mapped against the GJXDM. 

The “SubmitterID” is an inherently ambiguous notion. What does it mean? Perhaps it is an “Account.” This seemed promising. A person or organization would “own” or be linked to the account. John urged that we remember this concerns a message, not the payload.  So it refers to the sender, not the party on whose behalf it is sent or the attorney responsible for the document.  
We added “AssemblingMDEID” to identify the machine from which it came. The “SubmitterID” is a human being sending the filing (but it is not clear which role that person is in). 

There is a need to standardize the “archivability” of the message that is part of Blue. This means we might need an archive API. Roger asked what “archiving” means – whether it is meant in a records management sense or in an IT sense. It was explained that we mean the IT sense. The analogy in today’s process is that a receipt is made and filed.   It is Dallas’s view that the message itself, as well as the payload sent with the message, including the document and document metadata, should be maintained by the court, because it may contain essential information bearing on message authentication (for instance, in those courts for whom submitting a filing with a court-issued user ID and password is deemed signing that filing).  
Discussion turned to the diagram of the components of a Court Filing Blue filing, shown on page 16 of the specification strawman.  With the help of Peter Kacandes of Adobe, the group concluded that the term “XML Data Layer” should be replaced with the term “SOAP Body.”  The first box within that layer, labeled SOAP body + Mime (attachments)” will be eliminated as redundant.  Consequently, the basic message architecture will consist of four layers:

· the transport layer

· the SOAP message layer

· the SOAP body layer and

· the XML Mime and Non-Mime parts within the SOAP body layer
This architecture makes clear that the “message” to be archived is the SOAP message layer, putting a “tamper evident seal” around it to ensure security.

Discussion took place regarding extensions of the Court Filing Blue schemas.  Jim Cabral suggested that we require all extensions of the Court Filing Blue schema to be included as attachments, not as local extensions of the schema.  Would this restriction be consistent with the GJXDM?  The consensus was that our extensions to the GJXDM will follow the GJXDM rules for extending its schema.  But we do not have to allow local courts to include additional extensions to our schemas following the GJXDM extension rules.   Local courts may use the GJXDM process and model for developing additional local extensions; however, those additional elements would be included in messages as attachments, not as extensions to the Court Filing Blue schema.  The benefits of this approach are enhanced interoperability of the Court Filing Blue schemas.  It is also a conservative approach – allowing the further maturing of the GJXDM and its method of extension before exposing the Court Filing Blue schema to local extensions at this stage in the development of the GJXDM.  
Discussion occurred concerning the security model to be used with Court Filing Blue.  There was a consensus to require the use of a FIPS 180-2 hash for all documents as required by the COSCA/NACM standards.  There was also agreement to incorporate the Entity Seal developed by the Digital Signature Services TC. Debate centered on whether the Entity Seal should be a required or recommended (hence optional) feature of the Court Filing Blue specification.  The debate centered upon whether courts should be required to use a particular approach to securing court documents and messages.  The argument in favor of such a requirement was that it is the best practice and its requirement fosters not only secure and dependable electronic filing processes, but enhanced interoperability.  Applications supporting Court Filing Blue would all use the same security and that bar to interoperability would be removed.
A vote was taken and, by a close vote of 6-5, it was determined that the Entity Seal should be recommended as a best practice but not required.  The chair announced that this margin was too close to represent even a presumptive decision by the TC on this issue, noting his personal uncertainty about the correct resolution of the matter.
Discussion returned to the Filing Message 
ReceiverID – an ID for the Filing Review MDE, that is, who gets the Review Filing Message.

CourtID is the court or part thereof as set forth in its Policy. It could involve a combination of elements, e.g., Department, Division and Location (Buildings, Branch), etc. 

DocumentReferenceID – The URI or URN for the pleading, motion or order that is the main document in a Filing. A document may have Attachments.

Multiple lead documents in the same case in the same court can be contained in a single message.

The group discussed the problems arising from size limitations on filings imposed by courts.  For instance, some courts may limit a document or attachment to 1 MB, and a message to 2 MB.  Why do courts impose these limits?  First, they are aware of the telecommunications problems associated with large messages.  The likelihood of a transmission failure increases with the size of the matter to be transmitted.  Courts want to reduce the likelihood of communications failures with efiling transactions.  Second, courts themselves do not like to process and use extremely large files.  The response time for a judge or staff member to retrieve a very large file may be very slow, creating user frustration.  Finally, internal court verification processes – such as running hashing algorithms against files – increase exponentially as the size of the file increases.  So the processing overhead is much higher, for instance, for a 32 MB file than for four 8 MB files.  

How does the filer and the court deal with a document that exceeds the size limitation for a document or a document and attachments that exceed the size limitations for a message?  One option is the use of the sneaker net to deliver the filing.  However, this solution deals only with the telecommunications issues associated with large files, not the internal processing issues.  Some courts will continue to insist on maintaining the size limitations within their databases.  

One solution is to divide large documents into parts, labeling the second part as the first attachment and the third part as the second attachment, etc.  John Greacen questioned the integrity of the court record when a filing is labeled as an attachment.  This solution also does not address the issue of multi-part filings that exceed the message size limitation.  If a filing is so large that, because of size limitations, it is filed as several “lead documents” and multiple “attachments,” how are these various documents entered on the court’s docket or register of actions?  How will “real” attachments be associated with “lead document” parts filed as “attachments?”  Should we differentiate between true “Attachments” and “Pieces” or “Parts” of lead documents and attachments?”
Jim Cabral, Dallas Powell, and Jim Harris will work on a recommendation of a structure to support multiple lead documents, attachments (indicating which lead document it is attached to), and multiple parts for any of these. 

“DocumentMetadata” – Document descriptors (title, format, description, etc.) for the document. (There is a Document Metadata element in GJXDM, which we might use.)  This is meant to include all the information about the document that is needed to index it into the Case Management System and enter it into the Document Management System.  Cabral, Powell and Harris will include further definition of document metadata within their analysis task.  Document metadata will have to include document type, submitting person, the party on whose behalf the document is submitted, and indication that a request to seal the document accompanies the filing.
“PaymentInformation“– How much metadata is needed?  OXCI used the UBL Payment Information.  Rex McElrath and Roger Winters will assess the sufficiency of the UBL structure to convey all of the information that Court Filing Blue will need, including not only traditional payment methods, but also court specific ones such as the maintenance of an account at the court against which fee payments are deducted, court requirements that a court filing vendor pay all filing fees to the court and recover them from their clients thereafter, and the option that a court may not require payment as a prerequisite for filing, 
There was a brief further discussion of Secondary Service.  Service does not occur until after the filer receives the synchronous acknowledgement of receipt of a filing.  This will require a change in the rules for all courts, because they all currently require service on the same day as the filing.  The Court Filing Blue specification will have to include a batch process for returning names and addresses for electronic service; a Filing Assembly MDE could not handle the processing required to receive the same very large document fifty times associated with fifty different addressees for electronic service in a single multiparty complex civil case.
The group discussed queries briefly, concluding that support of all queries will be mandated in the specification.  If a court decides that it will not provide information requested in that query, it will merely return a response that the query is not supported.  There will be two exceptions – the Get Filing List Query, which will return a list of filing IDs of documents termporarily pending with the Clerk Review MDE, will be optional.  The group took up the issue left pending in Salt Lake City – whether to include a Get Case Document List, for those courts that maintain a Case Document List separate and apart from, or instead of, using the CMS docket or register of actions as the document index.  This query will also be optional, for use by courts that maintain such a separate case document index.
NEXT STEPS

The TC identified the following additional needs for information and analysis to support the Court Filing Blue specification and schema

1. CaseTypeSpecific element information for specific case types (Case Initiation Specific Information)  John Greacen will solicit input from the federal courts of  New Mexico, and the state courts in Minneapolis, King County,WA, Maricopa County, AZ, Orange County Florida, Orange County California, Missouri, and the State of Utah.
2. Don Bergeron will harvest elements from the Message Types that need to be included in court policy and partition them into the appropriate layer – Human Readable, Development, and Runtime
3. Tom Carlson will develop a means of representing case types, which will be sufficient to support the various classifications included in the National Center for State Courts Model Statistical Dictionary.

4. Eric Tingom will investigate the GJXDM structure’s handling of case participants and courts and determine their sufficiency for our use.

5. John Ruegg will look into a directory or registry function appropriate for maintaining the addresses, and possibly other information concerning, various courts and MDEs within a state or within the nation.  Peter Kacandes noted that ebXML Registry supports a wider range of information on a registry entry than does UDDI.  

To these assignments were added the list of other assignments previously made:

6. James Cusick – Globally Unique IDs
7. Jim Cabral, Dallas Powell and Jim Harris – Documents, how courts should docket them, and DocumentMetadata

8. Roger Winters and Rex McElrath - Payment Information and UBL 
Don Bergeron offered the “Webex-like” meeting support services of LexisNexis for the use of the TC over the next two months for use in discussing specific documents in conjunction with a conference telephone call.

Eric Tingom’s highest priority is to complete the Messaging Types, based on the discussion at this meeting, and then to complete Version 9 of the Court Filing Blue Requirements Document.  

Telephone call

John Greacen recited for the TC members calling into the meeting the discussions and decisions made regarding the various parts of the Filing Message, the limitation of extensions to the Court Filing Blue schemas to attachments, the requirements of use of the FIPS 180-2 hash, the recommendation of use of the DSS TC entity seal, treatment of lead documents and attachments and document metadata, payment information, service, and queries.  He also listed the assignments taken on by various TC members. 
The meeting adjourned at 3:45 pm.
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