Chapter 19 – Electronic Signature and Seal

Comment


General:  This chapter prescribes the components of an electronic notarization, corresponding to the elements of the notarial “certificate” used when paper documents are notarized.  Section 19-2 mandates that the notary’s electronic signature and seal be used only for authenticating electronic notarial acts.

§ 19-1
Notarial Components of Electronic Document.

In performing an electronic notarial act, the following components shall be attached to, or logically associated with, the electronic document by the electronic notary:

(1) the official electronic signature of the notary;

(2) the notary’s electronic seal, which comprises:

(a) the notary’s name exactly as stated on the commission issued in accordance with Chapters 3 and 4;

(b) the commission serial number;

(c) the words “Electronic Notary Public”;

(d) the words “[State] of [name of commissioning jurisdiction]”;

(e) the expiration date of the commission;

(f) the expiration date of any registered electronic device used to create the notary’s electronic signature;

(g) the notary’s e-mail address; and

(h) the address of the notary’s principal place of work or business; and

(3) the completed wording of one of the following notarial certificates from Chapter 9 of Article II:

(a) General Acknowledgment;

(b) Jurat; [or]

(c) Signature Witnessing[; or

(d) Verification of Fact].

Comment

Section 19-1 establishes the form and content for electronic notarizations that correspond to acts involving paper documents and notarial certificates.  Subparagraphs (1) and (2) require that the official electronic signature and electronic seal be “attached to, or logically associated with,” the electronic document, with the language here closely following UETA (see UETA § 2(8)). The technology employed by the electronic notary will dictate how this attachment or logical association will be accomplished. Depending on the technology selected, it is possible that the electronic signature and seal may be combined in a single element, or that the seal may be a component of the signature or vice versa.  The important matter is that all of the information descriptive of the electronic notary’s commission somehow be made a part of, or a secure attachment to, the notarized electronic document.  (See Sections 14-6 and 14-7 and Comments.)

The section imports from Chapter 9 the certificate language to be used for all four of the allowed electronic notarial acts.  In doing so, the section reinforces the view that electronic notarizations require essentially the same formalities as do their paper-based counterparts.

§19-2
Electronic Signature and Seal Exclusively for Official Acts.

The notary’s electronic signature and seal shall be used only for the purpose of performing electronic notarial acts.

Comment


Section 19-2 stipulates that the electronic notary’s official signature and seal may not be used for any purpose other than the authentication of electronic notarial acts.  This will prevent confusion about whether the notary’s electronic signing of a particular communication does or does not constitute an official act.  Accordingly, an electronic notary may have two or more different electronic signatures using the same or different technologies, one for official use in electronic notarizations and one or more for use in private matters.  Just as the traditional notary must dispose of the inking or embossing official seal in a manner preventing its misuse (see Sections 11-4 and 11-5), so the electronic notary must ensure that the coding, disk, certificate, card, software, or program creating the notary’s official electronic signature is erased, deleted, or destroyed (see Subsection 21-3(a)).
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