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	1. [bookmark: _GoBack]
	
	(1)(b)
	¶ 1
	te
	“One of our highest priorities in the information security field is the development of techniques to confirm that a person accessing online resources is authorized and allowed to do so. Simply stated, an entity must be able to validate its identity before accessing information, otherwise access to a resource should be denied. “
	Authentication and Authorization are two distinct functions which are not interchangeable as implied here.  Suggest that the wording be changed accordingly.
	

	2. 
	
	(1)(b)
	¶ 2
	ed
	“Much of the recent enterprise-level security breaches have been made by hackers with targeted activities to steal clients’ information for fraud and identity theft. This trend has enhanced awareness for the need for better authentication methods to prevent crime and fraud at all levels.”
	This is speculative and, without specific reference(s), should be deleted.
	

	3. 
	
	(1)(b)
	¶ 5
	te
	“Until recently, the “something that we are” authentication method, such as biometrics technology, was resource intensive.  However, the advent of smart phones, smart watches and mobile devices that include sensors (such as cameras, fingerprint scanners and microphones) has made it feasible and affordable to use biometrics for identification and authentication for online access. Biometrics systems can identify users based on either physiological or behavioral characteristics.”
	However, the advent of smart phones, smart watches and mobile devices that include sensors (such as cameras, fingerprint scanners, and microphones, and GPS) has made it feasible and affordable to use biometrics for identification and authentication for online access. Biometrics Recognition systems can identify users based on either physiological or behavioral characteristics along with contextual information.
	

	4. 
	
	(1)(b)
	¶ 6
	te
	“The demand for the ease and reliability offered by biometrics is growing. Consumers want security systems in place that prevent unauthorized access to their personal data. They are also concerned about having their identities stolen and used by thieves. Individuals have password fatigue and tend to reuse passwords across many sites, which add to the risk of identity theft and fraud. At present, biometrics technology holds a great deal of promise as the solution the industry has been searching for--but it is not without its limitations and certainly not without its critics.”
	Again, confusing Authentication and Authorization; biometrics can aid in the former but not the latter:

“The demand for the ease and reliability offered by biometrics is growing. Consumers want security systems in place that prevent unauthorized access to their personal data. They are also concerned about having their identities stolen and used by thieves. Individuals have password fatigue and tend to reuse passwords across many sites, which add to the risk of identity theft and fraud. At present, biometrics technology holds a great deal of promise as the solution the industry has been searching for--but it is not without its limitations and certainly not without its critics.
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1.     (1)(b)  ¶ 1  te  “One of our highest priorities in the information  security field is the development of techniques to  confirm that a person accessing online resources  is authorized and  allowed to do so. Simply stated,  an entity must be able to validate its identity  before accessing information, otherwise access  to a resource should be denied.   “  Authentication and Authorization are two distinct  functions which are not interchangeable as i mplied  here.  Suggest that the wording be changed  accordingly.   

2.     (1)(b)  ¶ 2  ed  “Much of the recent enterprise - level security  breaches have been made by hackers with  targeted activities to steal clients’ information for  fraud and identity theft. This  trend has enhanced  awareness for the need for better authentication  methods to prevent crime and fraud at all levels.”  This is speculative and, without specific  reference(s), should be deleted.   

3.     (1)(b)  ¶ 5  te  “ Until recently, the “something that we are”  authentication method, such as biometrics  technology, was resource intensive.   However,  the advent of smart phones, smart watches and  mobile devices that include sensors (such as  cameras, fingerprint scanners and   microphones)  has made it feasible and affordable to use  biometrics for identification and authentication for  online access. Biometrics systems can identify  users based on either physiological or behavioral  characteristics.”  However, the advent of smart ph ones, smart  watches and mobile devices that include sensors  (such as  cameras, fingerprint scanners ,  and   microphones ,  and G PS ) has made it feasible and  affordable to use biometrics for  identification and   authentication for online access.  Biometrics   Recognit ion   systems can identify users based on  either physiological or behavioral characteristics   along with contextual information .   

4.     (1)(b)  ¶ 6  te  “The demand for the ease and reliability offered  by biometrics is growing. Consumers want  security systems in place that prevent  unauthorized access to their personal data. They  are also concerned about having their identities  stolen and used by thieves. I ndividuals have  password fatigue and tend to reuse passwords  across many sites, which add to the risk of  identity theft and fraud. At present, biometrics  technology holds a great deal of promise as the  solution the industry has been searching for -- but Again, confusing Authentication and Authorization;  biometrics can aid in the former but not the latter:     “The demand for the ease and reliability offered by  biometrics is growing.  Consum ers want security  systems in place that prevent unauthorized  access to their personal data. They are also  concerned about having their identities stolen  and used by thieves . Individuals have password  fatigue and tend to reuse passwords across many  sites, w hich add to the risk of identity theft and  

