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Abstract:

The Symptoms Automation Framework (SAF) is a generic framework for the analysis, diagnosis, and prevention or treatment of conditions that can arise within a system. Due to the generic nature of the framework, certain communities will want to further standardize/ constraint the framework to suit the specific needs of the domain. This document specifies such constraints and guidelines for the application of SAF to the domain of cloud management and business alignment between cloud consumers and providers.
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1. Introduction
1.1 Purpose
This document specifies guidelines and best practices for the application of the Symptoms Automation Framework (SAF) to the domain of cloud management. The cloud profile defines semantic extensions and constraints to the SAF specification, as well as domain specific XML entities and schemas. A use case in the cloud management domain is also provided separately [RFC2119].
Similar profiles may be developed to serve different domains/communities wishing to utilize SAF for management, diagnosis and/or treatment purposes. In such cases, it is expected that the profiles follow the same format and outline for consistency and readability purposes.
1.2 Notations and Terminology
The key words must, must not, required, shall, shall not, should, should not, recommended, may, and optional in this document are to be interpreted as described in [RFC2119]
[Maybe we define the most important SAF terms here as well or reference the spec definitions]
1.3 Namespaces

The following namespaces are used in this document:

	Prefix
	Namespace

	xsd
	http://www.w3.org/2001/XMLSchema

	sym
	http://docs.oasis-open.org/symptoms/symptoms_v1 

	sycl
	http://docs.oasis-open.org/symptoms/cloud_profile_v1


2. Cloud Taxonomy

[unique SAF aspects, maybe some adopted from NIST?]
[concisely define symptoms in this domain: a notification of either a status change, a new condition in the system, new data on the same event channel, or ???]
[Define the role in the cloud that we are enabling with this profile, e.g. provider, developer, user...]

3. Profile Overview

[This section should define the general objectives, scope, and requirements of the cloud profile. This info should be derived from the supporting use case(s) and should be from that (higher level) application perspective –as opposed to the details in the next section which will be more technical and centered on the symptoms spec]
3.1 Objectives

To extend the semantics of the original SAF specification; provide constraints; limit or provide directions where options are available; and provide a set of guidelines as to how to apply SAF for purposes of cloud business alignment. 
3.2 Requirements

[Point to the interoperability boundaries addressed by the profile]

3.3 Scope

All levels of cloud computing but focusing on the interactions between entities in different levels, e.g. between a consumer and a PaaS provider, and how they can negotiate resources, contracts, report issues and problems, etc.
3.4 Supported Use Cases

A domain specific cloud management use case, centered around financial and investment service provisioning is available separately in [SAFUseCase]
[Fix this with all the latest use cases we have or wait for the consolidated version (if any) to refer to that one[
4. Symptoms for Cloud Business Alignment
[Some introductory text here???]
In the Cloud domain, where outsourcing at least parts of a company’s infrastructure and/or capabilities, it becomes imperative to provide a means for allowing the mutual understanding and collaboration between consumers and providers. Providers do not know their customer’s businesses, and consumers do not know how their providers operate and manage their services. SAF can be used in order to better align the high level business requirements to lower level provider operations, in a collaborative environment. [more]
[Note: the following are just examples to get things going and see what could possibly go into this document –don’t take them literally even though some of them might reflect recent discussions]
4.1 Protocols

We envision that the Cloud providers will provide generic Protocols that can be used by the consumers in order to link their requirements to Cloud operations. Such Protocols can be parameterized in nature, and could embed the means to “translate” from higher level requirements to concrete infrastructure or service operations.

For example, an IaaS provider could contribute to the SAF Catalog a Protocol template for increasing the capacity of a VM server instance. Such Protocol could have a parameter which the consumer would then fill out, to denote the percentage of increase in relation to the baseline or existing status, the consumer would like to enforce, e.g. “20% increase in VM server capacity”. This high level parameter, which the consumer can understand, can then be “translated” within the Protocol mechanics to more concrete actions, e.g. “200MHz more powerful CPU and 1GB more memory” or similar.
Since such Protocols (at least at this stage of this profile) permeate all domains and are relevant to the Cloud Provider operations, we do not proceed to any further breakdowns, choosing instead to describe such Protocols in the same section.

[Protocols here]
4.1.1 Server Instance Capacity Modification
The following is an example of a possible Protocol template, utilizing the OGF Open Cloud Computing Interface API:

	<Prescription> 
  <PrescriptionId>http://saf.org/XXXX/prescriptions/001</PrescriptionId> 
  <PrescriptionType>http://saf.org/XXXX/custom_compute_create</PrescriptionType> 
  <ExpirationDate>2010-03-25_13:45</ExpirationDate> 
  <Arguments> 
    client.id=1234-5678-9 
    change.percentage=%C% 
  </Arguments> 
  <Process> 

headers = {}
headers['occi.compute.cores'] = %X% 

headers['occi.compute.memory'] = %Y%
headers['Category'] = "compute; scheme='http://purl.org/occi/kind#"
headers['label']="Ubuntu Linux 9.10'"
RestClient.post("http://example.com/compute", headers) do |response|
  begin
    sleep 2 

    poll = RestClient.get(response.headers['Location'])
  end while poll.status!=202
end 
  </Process> 
</Prescription>



In this case, the consumer would fill in the “change.percentage” parameter, which would then be translated in more concrete terms by the Provider’s Practitioner in core and memory modification for the relevant server instances.

4.1.2 Compute Scale-out
[something here?]
4.1.3 Network Links Redundancy Modification

[something else here?]
4.2 Symptoms

Symptoms pertaining to Cloud management and business alignment, are split depending on the functional domain they serve. For example, Cloud providers and consumers wishing to abide to SAF to perform Service Contract Monitoring and Management MUST implement and support the various Symptoms described in the relevant “Service Contract Monitoring and Management” section below. [more]
4.2.1 Green / Energy Monitoring and Management

4.2.2 Policy Management

4.2.3 Identity Reconciliation and Management

4.2.4 Billing and Accounting

4.2.5 Security/Auditing

4.2.6 Service Contract Monitoring and Management

5. Interactions with other standards 

[good question! thoughts: eMIX? DMTF? OCCi? WS-Agreement? CEP stuff anyone? ]
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