RSA Interop 2005 Demo Conference Call Minutes

Date:

February 9, 2005

Time:

6:00 PM EST

Recorder:
Bob Ciochon (Computer Associates)

Attendees:
Computer Associates – Leo Laferriere, Sasha Matison
Entrust – Thomas Wisniewski, Mark Joynes, Scott Tomilson
NTT- Shin Adachi

Oasis – Andy Moir
Oracle – Ari Kermaier, Damien Carru

RSA –Rob Philpott, Shane Rice
Sun – Adam Dong

Trustgenix – Greg Whitehead

Decisions:

1. Plan to be at the Moscone Center Sunday morning (2/13) for setup. 
2. Plan to be present Sunday, Monday and Tuesday for testing.
3. Standard booth attire (company logo polo shirts, etc,) is acceptable for the Interop booth.
4. Every vendor is expected to be present for the press event Wednesday morning at 9:00.
5. For the federation demo, use the vendor name of the vendor giving the demo for both the idP and SP logins.
6. The Interop Guidelines will be updated Friday and distributed.

Action Items:

1. Complete – Need the names of attendees from each company for the dry run – Dee Schur/Andy Moir (OASIS)

2. Complete – Gather information from each company for issuing certs – Bob Ciochon (CA)

3. Complete – Verify vendors are going to support the base use cases, and which will support the optional use case – Bob Ciochon (CA)

4. Complete – Detail how the eAuthentication Portal will keep track of logins and will reset the login – Enspier

5. Complete – Generate certificates for the dry run and interop based on vendor information – Rich Salz (DataPower)

6. New – Send email regarding metadata updates and outstanding issues – Bob Ciochon (CA)

Next Call:

None scheduled.
Discussion:
The show will take place in the Moscone Center South Pavilion.  We will be granted special entrance on Sunday to start working.  Rob Philpott is getting clarification on exactly how we get access, but we will not have exhibitor badges at that time.  Rob pointed out that we won’t be able to wander around the exhibit area on Sunday – Tuesday as it will be a construction area.  Teardown is Thursday starting at 3:00 PM.  Rob asked that a few people help with uncabling equipment and putting away the monitors from the booth.   
Every vendor is expected to have a representative at the press event Wednesday morning at 9:00 AM, regardless of whether you are scheduled to be in the booth Wednesday morning.  There will be a few speakers followed by the press being allowed to see demos from any and all vendors prior to the show floor opening at 10:00.  Contact Andy Moir if you have any questions about the press event or your time slots in the booth.
It was noted from the dry run that all the metadata had been collected from all of the vendors.  It was requested that any changes to a vendor’s metadata be distributed to the list so everyone would have it in advance.  Bob Ciochon agreed to email this request to the list.

Several technical issues came up from the dry run.  First, there was inconsistency in what was being sent for RelayState in the idP initiated SSO use case.  After some discussion, it was suggested that the RelayState be optional, but if it is sent, it must be a valid URL.  Bob agreed to add this to his email to see if any vendors would be impacted.

Some vendors were failing if an XML signature was sent without having a KeyInfo element embedded.  After some discussion, it was decided that KeyInfo would not be required by any vendor for successful processing of a signature.  Bob will add this to his email to see if any vendors would be impacted.
There was a question regarding the signing of AuthnRequests.  There are separate metadata settings for the idP and the SP AuthnRequest signing, and they can conflict.  After some discussion, much of it advocating it always be signed, it was agreed that the SP should decide if the request should be signed and the idP should accept it either way.  (After the call, further investigation determined this could not be done.)  Bob will add this to his email to see if any vendors would be impacted.

For all of these issues, a decision will be made Friday and the Guidelines updated and distributed.

It was noted some vendors were running without SSL encryption at the dry run.  It was decided that everyone would use SSL for the show.  This will cause some vendors metadata to change and they should make sure it gets sent around to the list.

DataPower and OpenNetworks had sent emails that they would like to continue testing over the Internet.  Bob encouraged any vendors who could to join them.

Regarding user accounts for the federation case, it was explained that the vendor giving the demo should only use that vendor’s accounts on the idP and SP.  This will avoid unexpected federations from popping up on other vendors.  So for instance, Sun should always use sunuser1, sunuser2, etc, on both the idP and SP.  On the other hand, Alice, Bob and Charlie should never be federated, they are only used for the base use case.

