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3.1  Intents

As discussed earlier, an intent is an abstract assertion about a specific Quality of Service (QoS) characteristic that is expressed independently of any particular implementation technology. An intent is thus used to describe the desired runtime characteristics of an SCA construct. Intents are typically defined by a policy administrator. See section [Policy Administrator] for a more detailed description of  SCA roles with respect to Policy concepts, their definition and their use. The semantics of an intent may not always be  available normatively, but could be expressed with documentation that is available and accessible.  

For example, an intent named integrity may be specified to signify that communications should be protected from possible tampering. This specific intent may be declared as a requirement by some SCA artifacts, i.e. a reference. Note that this intent can be satisfied by a variety of bindings and with many different ways of configuring those bindings. Thus, the reference where the intent is expressed as a requirement could eventually be wired using either a web service binding (SOAP over HTTP) or with an EJB binding that communicates with an EJB via RMI/IIOP.  

Intents can be used to express requirements for interaction policies or implementation policies.  The integrity intent in the above example is used to express a requirement for an interaction policy. Interaction policies are  typically applied to a service or reference. They are meant to govern the communication between a client and a service provider. Intents may also be applied to SCA component implementations as requirements for implementation policies. These intents specify the qualities of service that should be provided by a container as it runs the component. An example of such an intent could be a requirement that the component must run in a transaction.
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For convenience and conciseness, it is often desirable to declare a single, higher-level intent to denote a requirement that could be satisfied by one of a number of lower-level intents. For example, the confidentiality intent requires either message-level encryption or transport-level encryption.

Both of these are abstract intents because the representation of the configuration necessary to realize these two kinds of encryption could vary from binding to binding, and each would also require additional parameters for configuration.  

An intent that can be completely satisfied by one of a choice of lower-level intents is referred to as a qualifiable intent. In order to express such intents, the  intent name may contain a qualifier: a  “.” followed by a string name. An intent that includes a qualifier in its   name is referred to as a qualified intent, 
because it is “qualifying” how the qualifiable intent is satisfied. A qualified intent can only qualify one qualifiable intent, so the name of the qualified intent includes the name of the qualifiable intent as a prefix, for example, authentication.message. 
For each qualifiable intent a default qualified intent MUST be declared.  The default qualifier is used when an explicit qualifier is not specified.
In general, SCA allows the developer or assembler to attach multiple qualifiers for a single qualifiable intent to the same SCA construct. However, domain-specific constraints may prevent the use of some combinations of qualifiers (from the same qualifiable intent). . .





Intents, their qualifiers and their defaults are defined using the following pseudo schema:
<intent name="xs:string" constrains ="list of QNames" 
requires="list of QNames"> 
   <description> xs:string.</description> ?
   <qualifier name = "xs:string"  default = “xs:boolean” ?>  *   
       <description> xs:string.</description> ?                                                                                                                                                                                                                                                                                                 </qualifier> 
</intent>
Where:

· @name is a required attribute that defines the name of the intent

· @constrains attribute (optional) specifies the SCA constructs  that this intent is allowed to configure. If a value is not specified for this attribute then it can apply to any SCA element.
Note that the “constrains” attribute may name an abstract element type, such as sca:binding in our running example. This means that it will match against any binding used within a SCDL file. A SCDL element may match @constrains if its type is in a substitution group.

· @requires attribute (optional) defines the set of all intents that the referring intent requires.  In essence, the referring intent requires all the intents named to be satisfied. This attribute is used to compose an intent from a set of other intents. This use is further described in Section 3.2 below.
· One or more <qualifier> child elements MAY be used to define qualifiers for the intent.  The attributes of <qualifier> are:
· @name is a required attribute that defines the name of the intent
· @default is an optional attribute that declares the particular qualifier to be the default qualifier for the intent.  If an intent definition has more than one qualifier children then only one of them may be declared as the default.
· The <qualifier> element may have an optional child element called “description” whose value is a xs:string.
If the intent definition contains one or more <qualifier> children, one and only one of the qualifier children MUST be designated as the default i.e., have the value of the default attribute set to ‘true’.
Further, the names of the qualifiers must be unique.
For example, the confidentiality intent which has qualified intents called confidentiality.transport and confidentiality.message may be defined as:

 <intent name="confidentiality" constrains="sca:binding">

<description>

Communication through this binding must prevent

unauthorized users from reading the messages.

</description>
<qualifier name=”transport”>
   <description>Automatic encryption by transport
   </description>
</qualifier>
<qualifier name=”message” default=’true’>
  <description>Encryption applied to each message

  </description>

</qualifier>  
 </intent>

All the intents in a SCA Domain are defined in a global, domain-wide file named definitions.xml.  Details of this file are described in the SCA Assembly Model [SCA-Assembly].

SCA normatively defines a set of core intents that all SCA implementations are expected to support, to ensure a minimum level of portability. Users of SCA may define new intents, or extend the qualifier set of existing intents.

3.2 Profile Intents

An intent that is satisfied only by satisfying all of a set of other intents is called a profile intent. It can be used in the same way as any other intent.  

The presence of @requires attribute in the intent definition signifies that this is a profile intent. The @requires attribute may include all kinds of intents, including qualified intents and other profile intents.  However, while a profile intent can include qualified intents, it cannot BE a qualified intent (so its name must not have “.” in it).

Requiring a profile intent is always semantically identical to requiring the list of intents that are listed in its @requires attribute.

An example of a profile intent could be an intent called messageProtection which is a shortcut for specifying both confidentiality and integrity, where integrity means to protect against modification, usually by signing. The intent definition may look like the following: 

<intent name="messageProtection"

     constrains="sca:binding"

   requires="confidentiality integrity">

<description>

Protect messages from unauthorized reading or modification.

</description>

</intent>

To be added to the Schemas at the end of the document

<element name="intent" type="sca:Intent"/>

<complexType name="Intent">

<sequence>

<element name="description" type="string" minOccurs="0"  maxOccurs="1" />

<element name="qualifier" type="sca:Qualifier" minOccurs="0" maxOccurs="unbounded" />

</sequence>

<any namespace="##other" processContents="lax"

minOccurs="0" maxOccurs="unbounded"/>

<attribute name="name" type="NCName" use="required"/>

<attribute name="constrains" type="sca:listOfQNames" use="optional"/>

<attribute name="requires" type="sca:listOfQNames" use="optional"/>

<anyAttribute namespace="##any" processContents="lax"/>

</complexType>

<complexType name=”Qualifier”>
<element name="description" type="string"   minOccurs="0"  maxOccurs="1" />
  <attribute name="name" type="NCName"    use="required"/>

  <attribute name="default" type="boolean" use="optional” default =”false”
</complexType>

Constraint: If the intent definition contains one or more <qualifier> children, one and only one of the qualifier children MUST have the value of the default attribute set to ‘true’.  The values of the name attributes of the qualifiers within a single intent definition MUST be unique.
Changes to Section 4.10
From http://lists.oasis-open.org/archives/sca-policy/200802/msg00016.html
Now:
A. Calculate the required intent set that applies to the target element as follows:
...
6.    If the set of intents includes both a qualified version of an intent and an unqualified version of the same intent, remove the unqualified version from the set.
Add A7 as follows:
7.                Replace any remaining qualifiable intents with the default qualified form of that intent, according to the default qualifier in the definition of the intent.

Delete Step H:
H. If a required intent is unqualified and matches a policySet that is also unqualified, then the intentMap entry for the qualifier that is marked with default=”true” should be used.
