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Proposed Agenda

 FILENAME Proposed Agenda
Speakers Wish List : 
Confirmed speakers in red
Hakan Nilsson
CIO 
WILSON LOGISTIC (Sweden) 

Ashley Bear 
Group Information Security Manager 
AXA (France)
Bernhard Esslinger
Global Head of IT Security
DEUTSCHE BANK (Germany)
Fabio Colasanti 
Director General 
EU INFO SOCIETY
Serge Sahroune 
Head of IT Security 
ACCOR HOTELS (France)
John Meakin 
Group Head Information Security        
STANDARD CHARTERED BANK (U.K.) 

Louis Gamon
IT Security & Compliance Manager
YELL GROUP (U.K.)
Pierre Chassigneux
Responsible of Network Security 
GIE CARTES BANCAIRES (France)
Arnie Bates
Information Security Manager
AIR PRODUCTS (U.K.)

Jon Measham
Senior Security Advisor
ROYAL MAIL (U.K.)
Herve Schmidt
Head of Global Security 
CARREFOUR (France)
Marcus Alldrick
Head of Group Information Security
ABBEY NATIONAL (U.K.)
Jess Garcia   
Senior System Network and Security
 INTA (Spanish National Aeronautics 


Engineer 
and Space Institute) (Spain)
Mike Kimbell
Global Directory Services Architect
NORSK HYDRO (Norway)

Witold Klaudel
Responsible Security
RENAULT (France)
Allard Duut Van Goor
Senior Information Security Advisor
SHELL (Holland)

Reuben Sinclair
European Security Manager
HEINZ  (U.K.)
Case studies will include cutting edge topics such as:

· Managing the organizational issues of information security 

· Implanting the technologies that fit your organization

· Justifying ROI on security investment

· Promoting the business case for security 

· Defining organizational responsibilities for a company wide policy 

· Limiting IT liability for the organization and the individual

· Lowering the cost of security administration 
· Implementing identity management for better access security
· Maximizing the potential of Internet and wireless connectivity, with the minimum risk 

· Planning for business continuity 
· Detecting and responding to information security incidents 
· Securing the network through Intrusion Detection technology

· Controlling user access to information and networks 

· Combating the threat of hackers and cyber crime 

· Complying with legal liability and data protection requirements 

· Adopting risk assessment procedures 

· Securing digital identities for authentication

· Managing vulnerabilities in your security system

WHY THIS CONFERENCE

The number and diversity of security threats are increasing; this is an everyday reality, costing companies millions of dollars, worldwide.
Most European enterprises have only scratched the surface of their IT security issues. More robust security infrastructures are needed at a price and complexity that are easier for organizations to manage.

Many management initiatives are disjointed and inefficient while many vendors provide solutions to manage elements of the business, but users are looking for solutions that can consolidate the management and security of the business as a whole, very few companies can boast 100% security across the business.

As e-commerce grows and Internet and e-mail are standard in the workplace we are allowing more and more people into our networks to access information. With the added complexity of new wireless and web service applications companies need to think harder than ever about upgrading current security technology and how to protect themselves against possible breaches of their security. It is difficult to prove positive ROI on IT security spending however the value received from cost savings and efficiency gains can more than justify the growing investment in the area.

This conference will focus on organizational and technological issues key to the IT and Security professional. It will reflect on innovative ways of promoting processes and procedures throughout the organization as much end user case study experience of the technologies of the moment and their implementation in the company.

TARGET AUDIENCE

CIO’s, CSO’s, CTO’s VP, Directors, Managers, of  IT, Security, Risk, Information Systems, Information architecture, Information technology, Security Management, Security Specialists, Network Engineers, Technical Engineers

Monday, 22nd of September 

Day 1: 
Organizational, operational, and strategic factors 
08:30
Registration and Coffee

09:00
Opening Remarks from the Chairman

09:15
AN OVERVIEW OF THE KEY ORGANISATIONAL IT SECURITY ISSUES

· Planning the processes and technologies that deliver business benefits – a management framework for a security policy
· Preventing possible threats and attacks – the technologies available
· Responding quickly to security breaches – the procedures and processes for effective action 

10:00
COMBATING SECURITY THREATS IN EUROPE’S INFORMATION SOCIETY 

· Understanding the complexity of today’s information society

· Raising security awareness - EU regulatory measures and policy initiatives

· Using EU initiatives for the benefit of your company

10:45
Coffee Break

11:15
DELIVERING IT SECURITY THROUGHOUT A GLOBAL ORGANISATION
· Defining implementing and monitoring policies across national boundaries 

· Promoting commitment through an innovative security awareness program 

· E mail and Internet  usage

· Social engineering – educating staff to deal with internal security risk

· Dealing with International legislative differences 

· data polices

Reuben Sinclair, European Security Manager

HEINZ, www.heinz.com

12:00
INTEGRATING THE SECURITY MANAGEMENT FRAMEWORK WITH SERVICE MANAGEMENT AND DELIVERY (ITIL)


Louis Gamon, IT Security and Compliance Manager


YELL GROUP, www.yellgroup.co.uk

12:45
Lunch

13:45
Networking time 

14:15
TARGETING THE THREATS TO INFORMATION SECURITY
· Assessing the threats to the organization’s information privacy – Is there any privacy left? 

· Determining the tools to combat the threats – the importance of processes and procedures

· Using ISO 17799 for continual process improvement

Arnie Bates, Information Security Manager


AIR PRODUCTS, www.airproducts.com 

15:00 
Case study - IMPLEMENTING ISO 17799
· Planning for ISO 17799 - Achieving the correct management framework

· Getting beyond the guidelines - practically applying the standards to your company

· Translating into business practices - the benefits of ISO 17799 implementation
Allard Duut Van Goor, Senior Information Security Advisor

SHELL, www.shell.com

15:45
Coffee Break

MANAGING NETWORK VULNERABILITIES

· Keeping track of the growing number of security risks 

· Deploying a dedicated company to assess network vulnerability

· Acting on external advice of risk assessment for a secure network

· Using external partners – which services can be outsourced?
Ashley Bear, Group Information Security Manager

AXA, www.axa.com
16:15
SELLING SECURITY TO EXECUTIVES

· Promoting correctly the Security risk to management and justifying the investment

· Preaching the need for security throughout the business

· Selling a Disaster Recovery Plan to the Top Management when there is no budget
17:00
JUSTIFYING THE INVESTMENT ON IT SECURITY
· Presenting the business case for improving security - modeling the costs, quantifying the benefits

· Monitoring the systems - managing the quantity of information available

· Proving the return on security investment - Can ROI be proven?
17:45
Chairman’s Closing Remarks and End of the Day

Tuesday September 23rd 

Day 2: The technologies and the processes for their implementation
08:45
Registration and Coffee

09:00
Opening Remarks from the Chairman 

09:15 
IMPLEMENTING TECHNOLOGIES IN TODAYS COMPLEX ORGANISATION

· Understanding the key technologies available for a more secure organization
· Developing the necessary security architecture –moving away from networks  
· Making the correct technology investment 
10:00
Case study -SETTING UP AND STRENGTHENING A GLOBAL VIRTUAL PRIVATE NETWORK
· Defining the need for the VPN 

· Implementing globally - the experiences and problems encountered

· Ensuring the security of Information in the VPN 

Hakan Nillsson, CIO

WILSON LOGISTICS, www.wilsonlog.com

10:45
Coffee Break

11:15    Case study - DEPLOYING PKI TECHNOLOGIES FOR AUTHORISATION CONTROL
· Employing encryption to protect your information

· Defining the need for PKI 

· Understanding the benefits of digital certification technology

Witold Klaudel, Responsible Security

RENAULT, www.renault.com
12:00 
Case Study - IMPLEMENTING IDENTITY MANAGEMENT FOR BETTER ACCESS SECURITY
· Identifying, understanding, and maintaining the information required for access management

· Deploying a directory for authentication and authorization purposes

· Leveraging the directory for greater security and efficiencies across the business
Mike Kimbell, Global Directory Services Architect

NORSK HYDRO, www.hydro.com
12:45
Lunch

13:45
Networking Time

14:15
Case study - ADOPTING INTRUSION DETECTION TECHNOLOGIES AT INTA
· Planning for and reacting to Intrusions - implementations up until now

· Integrating Host based and Network Intrusion Detection - Changing approaches and emerging technologies 

· Looking to the future - What are the policies and solutions for future Intrusion technologies

Jess Garcia, Senior System Network and Security Engineer


INTA (Spanish National Aeronautics and Space Institute), www.inta.es 

15:00
Case Study - IMPLEMENTING A GLOBAL INTERNET SECURITY POLICY
15:45
Coffee Break

16:15 
Case study - SECURING WEB SERVICES
17:00 
Case study - DEVELOPING SECURE WIRELESS NETWORKS

· Assessing the risk to your organization

· Developing the necessary processes and procedures and aligning them with the technologies

· Protecting your wireless network from constant changing threats
17:45
Chairman’s Closing Remarks and end of the Conference







Managing Information Security


Confidential draft programme








 ‘Attaining 100% security is impossible, getting as close 


as possible is the goal.’


Paris, 22nd and 23rd Sept		‘If you can’t trust your security you can’t trust your information.‘
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