Common Patterns for ISBC

1 Possible Requirements
Each of these requirements will need to be described further and refined. (However, this may be a good point to start to imply what are the criteria that are relevant for soa-tel to tackle and how they manifest as interfaces and protocols to standardize or extend standardization of. This may lead to a matrix of [interfaces, protocols][new standard, extensions/amendments]
R1. SoA-Tel should define device-agnostic web-service interfaces.
Devices come in various footprints, persona and capabilities: personal, mobile, desktop. They also have varied bandwidth constraints.

Interfaces providing device-capability-discovery for providers SHOULD be available.
R2. Location:

a. SHOULD provide interfaces to notify varied cost of usage/deployment – depending on location (roaming or routing-cost) in both provider and enterprise cases. (to be clarified further).
b. Devices are also subject and susceptible to regional compliance requirements varying between countries/continents.: SHOULD provide supporting interfaces to alert asynchronously, of indications to change of 
c. Emergency & Notification services: Adaptation to  emergency services (such as e911) and citizen-alert services (reverse-911) by region is another emergency requirement consideration. (May or may not be a soa-tel requirement). Services changes SHOULD be transparent to the endpoints; the endpoints may be notified of changes if subscribed to.
R3. SoA-Tel interfaces MUST offer capability (for higher layer applications) to transparently negotiate (NAT and Firewall) perimeter traversal inbound to the enterprise.

R4. Outbound asynchronous web-service responses SHOULD be facilitated securely (ensuring same security context and association as was registered for).
These may be addressed by ws-addressing and related standards. SoA-Tel should be able to spell out specific applicabilities and extensions required to facilitate them in a way transparent to all.

R5. Federation capabilities: communication services in one provider/enterprise realm requiring interoperation with one or more of others’ to complete a client request.
a. MUST support Transitive trust model. SHOULD offer Trust indicators to notify to users/previous hop-providers of the trust-disposition.

b. Intransitive trust. Two-realms trusting each other.

c. One-way trust. Where requests can be initiated from one realm to the other but not the other way around.
d. Combinations of trust thereof.

R6. Delegated trust: Communication requests requiring a clients owned resources (controlled and managed by one service provider) to be accessed by another specific service provider through a ticket/token.

a. One-time authorization token

b. One-session authorization token.

R7. Federated UC: unified communication services from different UC vendors
a. [no specifics: this should fall out of existing CSTA, TR-87 and above requirements]
R8. (open-id IMI implications): Normalized authentication regardless of service providers. Use of delegated authentication (by open-ID provider)
R9. Reputation: interoperable social networks 
2 Discussion points

1. Privacy considerations
a. Reverse-911 being notified of status to registered “near-and-dear”.

b. Location information sharing of clients with services. This drives how standards interfaces are shaped.

2. Mobility considerations
a. Handoffs – between wifi and 3G/4G. handoffs between providers. Security, Policy, Roaming and Management notifications for fast-handoffs.

3. Reputation: interoperable enterprise and internet social networking and e-commerce for consumers (ebay, amazon). Interoperable reputation scores bundled as 
4. compatibility of all above with stated charter objectives.

