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1. Liaison statement introduction
OASIS SOA-TEL TC want to introduce themselves to OASIS Security Services TC, and describe their activities, which are conducted within the OASIS Telecom Member Section.
2. Overview of SOA-Tel Technical Committee objectives
This TC was chartered to identify gaps in standards coverage for using Service Oriented Architecture (SOA) techniques in a telecom environment, particularly for Telecom operators/providers, and to specify requirements for addressing such gaps.
The SOA-TEL TC is within the OASIS Telecom Member Section.
One of the reasons that determined the formation of the SOA-TEL TC is that applicability of IT-based SOA techniques is much more complex in the Telecom world, where services and network features are often tightly coupled and vertically integrated.
· Tight coupling tends to limit the ability of Telecom operators to develop new composite services that span heterogeneous telecommunications networks.

· Vertical integration reduces visibility and access to services management functions making difficult the automation of operations and business processes across stacks or organizations.
Telecom providers/operators want to rapidly create and deploy new services that leverage their infrastructure and give them the ability to generate new revenue streams. Telecom providers/operators need to leverage their infrastructure to better compete in a Web 2.0 environment and service-oriented IT world. Current SOA technologies were designed mostly for IT use cases, and it is feared that they may not be able to support the requirements of Telecom use cases. 

Within this general context, the activities in SOA-TEL have focused on identifying gaps and on generating requirements to identify how existing standards can help Telecom providers/operators better compete in this new environment. 

SOA-Tel has delivered the following documents:

1. Telecom SOA Use Cases and Issues Version 1 – Approved as “Committee Specification” on March 8, 2010. 

2. Telecom SOA Requirements Version 1 – Approved as “Committee Draft” on February 23, 2010, on which a vote to start the process of Public Evaluation has been achieved on March 2, 2010 (process to be started shortly by OASIS Staff).
2.3. SOA-TEL issues and requirements related to Security
The “Telecom SOA Use Cases and Issues” document by SOA-TEL contains 4 use cases (and related technical issues) related to Security issues. Conversely also the “Telecom SOA Requirements document” contains 4 Requirements related to the abovementioned issues.
The topics managed within the issues are

1. Security Token Correlation,
2. User ID Forwarding,
3. SAML Name Identifier Request,
4. SAML Attribute Management Request.
OASIS SOA-TEL TC believes that such 4 cases can be of interest and competence of the OASIS Security Services TC.

By the way, it is known that issues 3 and 4 have already been presented to the Security Services TC as company contributions, authored by Nokia-Siemens Networks.

Each Issue in the “Use Cases and Issues” document is presented with subsections “Scenario/Context”, “Use Case”, and “Perceived Technical Issue”.

For each Issue in the “Use Cases and Issues” document one or more Requirements are provided in the “Requirements” document. Each requirement in the latter document is described with subsections “Identification of Use Case Text”, “
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Requirement(s)”, “Description” and “Solution proposal”.

Each “Solution proposal” section is provided by SOA-TEL as a possible solution to the specific problem addressed by the requirement, and by no means is to be considered as mandatory, as other possible options which are not represented could be identified. 
Both “Use Cases and Issues” and “Requirements” documents are attached to this Liaison Statement in their most recently approved version.
3. Actions

OASIS SOA-TEL TC wants to propose to OASIS Security Services TC to consider and analyze topics listed in Section 3 (as 1, 2, 3, 4) in this Liaison Statement (refer to Section 5 in the “Use Cases and Issues” document and to Section 3 in the “Requirements” document). 
Should topics presented be recognized as real issues by the Security Services TC, SOA-TEL asks if it is possible for Security Services TC to identify valid technical solutions to address such issues and to update and enhance the existing SAML Specification (v2.0) accordingly.

In order to facilitate and start this process, delegates within SOA-TEL TC would be keen to participate to one or more Security Services TC meetings (teleconferences) to present the 4 issues concerning Security.
Next meetings (teleconferences) within SOA-TEL will be on April 13th, 2010. 
Thanks and kind regards,

Enrico Ronco, on behalf of OASIS SOA-TEL TC.
