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Participants

BMC

CA

Citrix

Oracle

Sun

TTG

SPML Web Services 

All SPML 2.0 web services will use the DSML Profile.

Scenario

The scenarios will consist of a set of companies that outsource various services to a set of application service providers (ASPs). Each ASP would publish an SPML interface for provisioning accounts. Each company would have an SPML client that would make provisioning requests to the ASPs as needed. Each participant can be a company, an ASP, or both.
For the demo purposes each company would provide a web page that interop participants can use to drive the demo from their workstation. Likewise each ASP would provide a web page that could be used to demonstrate the results of the provisioning requests. 

Each ASP would provide an SPML 2.0 web service that supports provisioning user accounts (core capabilities) as well as the following capabilities:

· Password set

· Suspend/restore

· Search

The provisioning schemas for each ASP should be published externally (i.e. via an XML file), and should be made available to all participants prior to the interop integration/dry run. 
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Interop Flow

Each company participant would provide a set of user identities for the partner participants. For instance the BMC demo company would define accounts such as:
BMCUser1

BMCUser2

BMCUser3

CAUser1

CAUser2

CAUser3

…

For example to demonstrate basic provisioning:
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For password reset:
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Interop Matrix

This matrix shows the tests that will be run. The columns are the Company Participants and the rows are the ASP Participants. 
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There are currently no requirements to support containment.
Since authentication is outside of the scope of the SPML 2.0 standard, the web services in the interop will not require authentication.
