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Introduction

Emergency disaster trends are increasing in number, size and impact and the cost impact in property damage and personal suffering is increasing.  Opinions amongst experts suggest that the frequency and severity of disasters may also increase in the future.  Earthquakes, tsunami, tornadoes, chemical releases and infectious diseases, etc. do not respect jurisdictional boundaries and coordination and interoperability between or among local, regional and global jurisdictions are increasingly relevant.  This all provides an incentive for government agencies and other international organizations to find ways to work together, especially in cross-border but also in cross-functional methods.  Communication interoperability is essential and increasingly more capable with more modes of dissemination and devices, eg social media is providing rich new opportunities, but also new problems for governmental agencies to respond to new ways that alerts and warnings can be distributed and consumed and how disaster situation feedback information can be obtained.   Community volunteers [e.g. Community Emergency Response Teams (CERT)] are increasingly seen as valuable resources to respond to emergencies and they should be recognised and included as part of the stakeholder community.  
The policy implications of these trends were discussed at the Emergency Alerting Policy workshop held on 1st and 2nd May 2012 in Montreal (see http://events.oasis-open.org/home/cap/2012/infodocuments ) and the following action item was identified in the workshop wrap-up report as a matter for consideration by the OASIS Transformational Government Framework (TGF) committee:

“Identify how transformational government practices can guide alerting authorities in a policy review related to implementing emergency alerting and response standards. “
This Committee Note responds to that action and attempts to provide all stakeholders in the emergency alerting community with the relevant principles and good practices of the Transformational Government Framework (TGF) in the setting up and management of Emergency Alerting programs.  Whilst the main focus of this action is not to help with the creation of any sort of new business change program for emergency alerting governmental authorities, it is about providing guidance for the leadership of the relevant agencies in the community in any review of their current policies and practices.  The objective being to develop better coordinated and interoperable services between all their stakeholders and resulting communications with citizens and businesses, thus delivering a more effective and efficient response to future emergencies.

A Glossary of terms that are specific to the emergency alerting community and are used in this Profile is contained at Appendix B to avoid any ambiguity or misinterpretations.
The Emergency Alerting TGF Profile
The Profile contained in this Committee Note contains detailed information and guidance on using the TGF to support the work of the Emergency Alerting community.   A full explanation of the TGF is given in the TGF Primer and whilst this Committee Note makes no attempt to re-write that document, it does “translate” the most relevant parts into the language more appropriate for that community.  It also identifies in particular which of the Core Patterns and Policy Products are relevant and where necessary elaborates them more specifically to the emergency alerting domain.

The Transformational Government Framework is a practical “how to” standard for the design and implementation of an effective program of technology-enabled change at national, state or local government level. It sets out a managed process of ICT-enabled change in the public sector, which puts the needs of citizens and businesses at the heart of that process and which achieves significant and transformational impacts on the efficiency and effectiveness of government.  The Framework is applicable to a variety of domains of government activity and although the TGF Primer talks primarily about the delivery of citizen-centric services it is equally applicable to other areas of government business including emergency alerting.   The fundamental principles being that the structures, governance, funding, culture, and stakeholder engagement are all organized in a holistic way for the benefit of citizens and businesses, which has to be the primary objective of any emergency alerting programme.
The TGF Primer makes the point that all around the world, governments at national, state, and local levels face huge pressure to do “more with less” and every government faces the challenge of achieving their policy goals in a climate of increasing public expenditure restrictions.  This situation is equally true for those responsible for operating emergency management programmes and there are clear opportunities to realize economic benefits through full citizen, business and private sector stakeholder engagement in the development of an emergency alerting programme.  

Emergency Alerting Core Patterns

The Transformational Government Framework (TGF) specification is expressed as a series of Core Patterns.  The rationale for using the Pattern Language approach and the format of them is set out in the TGF Core Pattern document and that should be read in conjunction with this Section.

Most if not all of the TGF Core Patterns are relevant to the Emergency Alerting community.  Some are very generic to all domains of government activity and therefore require no further explanation in this Profile.  The full text of them is available in the TGF Core Pattern document.  However some are considered essential for Emergency Alerting programs and these are shown in full below suitably tailored for that community.  
1.1.   Core Pattern 1 - Guiding Principles

[DN – Need to work up a set of bespoke Guiding Principles for an Emergency Alerting program]

A one size-fits-all approach to government transformation will not work. There are nevertheless some guiding principles which are universal and help inform the delivery of services.

  
A management hand on the tiller is not enough to deliver effective transformation.
“Transformational Government” is a managed process of ICT-enabled change in the public sector, which puts the needs of citizens and businesses at the heart of that process and which achieves significant and transformational impacts on the efficiency and effectiveness of government. Similar requirements apply to emergency alerting but are even more critical as the execution environment may well be disrupted, the stakeholder positions and statuses cannot necessarily be understood in advance and the supporting infrastructures may be compromised. Even the most well intentioned and effectively governed program can drift off course without clear direction provided by explicit and well-publicized guiding principles.

Therefore:

Use a set of high-level guiding principles that cover as a minimum the need to:
-          Develop a detailed and segmented understanding of your citizen and business customers;
-          Build services around customer needs, not organizational structure;
-          Ensure service transformation is done with citizens, businesses, and organizations and not to them;
-          Grow the market for transformed services;
-          Manage and measure key critical success factors.
  
Delivering these principles, in line with the Critical Success Factors, requires the EA community to re-visit – and potentially to transform – every stage of the stakeholders’ service delivery processes. The Transformational Government Framework identifies four main delivery processes, each of which must be managed in an area-wide and citizen-centric way in order to deliver effective transformation. Most of the following patterns are concerned with the delivery processes and are presented in four sections:
         Section 2.1 Business Management

         Section 2.2 Customer Management

         Section 2.3 Channel Management; and

         Section 2.4 Technology Management

1.2.   Core Pattern 3 - Engagement with Stakeholders

[DN – need to draw up a best practice map of the sorts of stakeholder and stakeholder relationships which we would expect to see mapped out specifically in the case of an Emergency Alerting program.]

The private, voluntary and community sectors have considerable influence on citizen attitudes and behavior. These influences must be transformed into partnerships which enable the market to deliver program objectives. This requires a “map” of all stakeholders as part of overall business management.

  
It is not enough to map and understand stakeholder relationships and concerns. Classic models of ‘actor’ and ‘stakeholder’ also need to be re-assessed
Leaders from all parts of the Emergency Alerting community, as well as other organizations involved in the program, are motivated for the program to succeed and are engaged in clear and collaborative governance mechanisms to manage any risks and issues. The development and delivery of an effective Emergency Alerting program requires engagement with a very wide range of stakeholders, not only across the whole of government but also, in most cases, with one or more of the private, voluntary and community sectors as well as with public service customers. A significant effort is needed to include all stakeholders in the governance of the program at an appropriate and effective level.

The generic concept of ‘User’ that is dominant in traditional IT stakeholder engagement models needs to be replaced by a model that disambiguates and identifies the different interests and concerns that are at stake as well as the key groups of stakeholders in the development of any service. By clearly separating out key stakeholder groups and starting to recognize and articulate their specific concerns as stakeholders (any individual’s role may vary according to context), an understand can evolve of how stakeholders relate (in different roles): to each other; to various administrations and services involved; to policy drivers and constraints; and how these all come together in a coherent ecosystem.

Therefore:

Put a Collaborative Stakeholder Governance Model in place that ensures that all stakeholders are identified and engaged; and that they buy-in to the program.
Create a Stakeholder Engagement Model that ensures that there are adequate Stakeholder Engagement Structures, Stakeholder Engagement Processes and Stakeholder Incentives in place.
Have a clear understanding both of the Emergency Alerting program as well as how to engage with it, irrespective of stakeholder role – as public service customer, supplier, delivery partner elsewhere in the public, private and voluntary sector, politician, the media, etc.
Develop a comprehensive stakeholder map, coupled with the structures, processes and incentives needed to deliver full understanding and buy-in to the program, plus effective stakeholder action in support of it.
Model the stakeholders, actors and systems that comprise the overall service ecosystem and their relationships to each other. Maintain and update the stakeholder model on a regular basis.
  
· There is no single, correct way of producing the governance model. To do it successfully any conformant program needs to make sure that it defines its own Collaborative Stakeholder Engagement Model which explicitly articulates all of these elements:
· a map all stakeholders; 
· the structures, processes and incentives needed to deliver full understanding and buy-in to the program;
· an effective stakeholder action in support of it.

1.1.   Core Pattern 4 - Common Terminology and Reference Model 

In any Emergency Alerting program it is vital that all stakeholders have a common understanding of the key concepts involved and how they interrelate, and have a common language to describe these in.

  
Leadership and communication both break down when stakeholders understand and use terms and concepts in very different ways, leading to ambiguity, misunderstanding and, potentially, loss of stakeholder engagement.
Concepts do not exist in isolation. In addition to clear definitions and agreed terms, It is the broader understanding of the relationships between concepts that give them fuller meaning and allow us to model our world, our business activities, our stakeholders, etc. in a way that increases the chance that our digital systems are an accurate reflection of our work. Any conformant agency should be able to use a common terminology without ambiguity and be sure that these terms are used consistently throughout all work.

Therefore:

Ensure that all stakeholders have a clear, consistent and common understanding of the key concepts involved Emergency Alerting; how these concepts relate to each other; how they can be formally modeled; and how such models can be leveraged and integrated into new and existing information architectures. To this end:
Seek agreement among stakeholders to establish and maintain an agreed and shared Common Terminology and Reference Model.
  
A core Glossary is proposed at Appendix B and any Emergency Alerting program should consider this as a basis for its own terminology and reference model.

1.2.    Core Pattern 5 – Policy Product Management

In any formalized or semi-formalized community, “Policy Products” - the written policies, frameworks and standards which inform joint activity - are important drivers of change.  In the context of Emergency Alerting, the Program Leadership will use a wide set of Policy Products to help deliver the program.

  
Traditional policy approaches for e-government have often been too narrowly focused.  An effective Emergency Alerting program requires a more holistic approach to policy development.
We define a "Policy Product" as: any document that has been formally adopted on a government-wide basis in order to help achieve the goals of transformational government. These documents vary in nature (from statutory documents with legal force, through mandated policies, to informal guidance and best practice) and in length (some may be very lengthy documents; others just a few paragraphs of text). 

Over recent years, several governments have published a wide range of Policy Products as part of their work on e-Government, including e-Government Visions, e-Government Strategies, e-Government Interoperability Frameworks, and Enterprise Architectures.  Other governments and communities are therefore able to draw on these as reference models when developing their own Policy Products.  However, we believe that the set of Policy Products required to ensure that a holistic, government -wide vision for transformation can be delivered is much broader than is currently being addressed in most Interoperability Frameworks and Enterprise Architectures.

Therefore:

Identify the policy product(s) that are needed to deliver the Emergency Alerting Program effectively.  Nil, one, or multiple policy product(s) may be required for any cell in the Policy Product Matrix – see https://wiki.oasis-open.org/tgf/Policy%20Products  .
 Consideration MUST be given to every cell as to which policy products might be included.
  
This is covered in more detail at Section 4 below.

1.3.   Core Pattern 6 -Transformational Business Model

[DN - Need to re-define this to make it applicable to an Emergency Alerting program]

A central task of the [2] Program Leadership is to enable the machinery of government and other organizations  to deliver the community with customer-centric services. They need to cooperate with stakeholders in developing a new business model that delivers those services in practice, when and where they are needed.

  
The failure to create an appropriate new business model has arguably been the greatest weakness of most traditional e‑Government programs. The transition to e‑Government has involved overlaying technology onto the existing business model of government: a business model based around existing functionally-oriented government departments and agencies. These behave like unconnected silos in which policy-making, budgets, accountability, decision-making and service delivery are all embedded within a vertically-integrated delivery chain based around delivery functions rather than recipient needs.
The experience of governments around the world over the last two decades has been that silo-based delivery of services simply does not provide an effective and efficient approach to e-government. Without examination of, or fundamental change to, the underlying business model level, the design and delivery of services remains fragmented and driven by the structures of government, rather than the needs of the government’s customers.

This is even more fundamental in an emergency situation where the delivery of standard services is likely to be insufficient and/or inadequate and may not even be possible.

EA Community  programs involve a shift in emphasis, away from silo-based delivery and towards an integrated, multi-channel, service delivery approach: an approach which enables a holistic  view of the customer and an ability to deliver services to citizens and businesses where, when and how they need it most, including through one-stop services and through private and voluntary sector intermediaries.  

  
Therefore:

Establish a Transformational Business Model to help build services around citizen and business needs, not existing organizational structures. This will include:
         providing citizens and businesses with services which are accessible in one stop and ideally offered over multiple channels
         enabling those services also to be delivered by private and voluntary sector intermediaries.
The Transformational Business Model must go beyond simple coordination between the existing silos and should include:
· An integrated business and information architecture which enables a holistic view of the customer, thus making possible both the integration of services and , if necessary, use of alternative methods and services.
         Incentives and business processes that encourage internal cultural changes across the community  and cross-silo collaboration necessary to drive the integration and joining-up of services.
         A cross-community  strategy for shared development, management and re-use of common customer data sets, applications, and applications interfaces (e.g. authentication  and notifications).
Do not spend money on technology before addressing organizational and business change and design for re-use and interoperability.
  
Rather than attempting to restructure a community  to deliver such a Transformational Business Model, the [7] Franchise Marketplace SHOULD be considered as the recommended approach to implement this model. It may be necessary to involve temporary adhoc groups in an emergency and this needs to be considered from the outset of the programme.  Multi-channel delivery of services can be provided through optimized [14] Channel Transformation. The nature of an emergency may well necessitate flexibility and extreme agility in this area. Common customer data sets can be built as shared services with customer data under customer control and managed using [16] Technology Development and Management. This pattern is facilitated by placing citizen, business, and organizational data under their control as set out in [11] Customer Identity Management.
1.4.   Core Pattern 9 - Brand-Led Service Delivery

[DN – Need to redefine this to make it applicable to an Emergency Alerting program and highlight the advantages of including CERT teams and the use of social media in the marketing and communication.] 

Insight into citizen and business needs helps develop a detailed and segmented understanding of citizens and businesses as customers of emergency alerting services.

  
A lack of focus on customers often leads to duplicated and inefficient services delivered through inappropriate channels.
Understanding customer needs, and how to design and deliver services that users will engage with, requires a brand-led approach. A brand is something much deeper and more fundamental than logos, badging and corporate identity. It is the underlying promise made by an organization to its customers about the products and services it delivers, as reflected in the reality of how customers experience those products and services. Branding is a discipline in which governments lag behind the best of the private sector. Whereas brand development in the private sector is an explicit and vital driver of overall product and service strategy, the public sector has largely ignored a painful fact: that its services constitute a brand, whether they acknowledge this or not, and one that is all-too-often perceived negatively.

In a brand-led company, customer insight informs all aspects of the product development process, and involves a comprehensive program of qualitative and quantitative research to understand and segment the customer base. Lessons learned from this are fed into a brand-led product management process - not as a one-off input of initial research, but through a continuous process of iterative design and customer testing. A key output from this is a set of brand values for the product or service, which then need to drive all aspects of service delivery, support, and marketing. This is all managed as an iterative process of continuous improvement.

If EA communities are to succeed in the ambition of shifting service delivery decisively away from traditional channels to the most appropriate channels, then these branding challenges must be met.

Therefore:

Establish a culture of Brand-led Service Delivery across the EA community, based around three key pillars of (i) Customer Insight, (ii) Product Management, and (iii) Marketing and Communication:
(i)        Customer Insight: Don’t assume to know what customers of a service think. Be obsessive about understanding the needs of customers – both internal and external – on a basis segmented by emergency need. Invest in developing a real-time, event-level understanding of citizen and business interactions with government, business and social organizations and services.
(ii)       Product management: Establish a brand-led product management process covering all stages of emergency service design and delivery, agreed and managed at a whole-of-area level, which gives citizens access to "one-stop services” available over multiple channels.
(iii)      Marketing and communication: Use the brand values for holistic emergency responses to drive all aspects of marketing and communications for emergency  services.
  
Often, governments may face significant gaps in terms of the people and skills needed to manage brand-led product development and marketing cycles of this nature, so identifying and addressing these gaps as part of the [18] Skills strategy is vital.  It is also vitally important that the drive to brand-led service delivery is led at a whole-of-area level: the element of the [1] Guiding Principles which points to the need to “own the customer at the whole-of-community” level is therefore of particular significance (and challenge) for this pattern.  The cultural change required by brand-led service delivery will be facilitated and accelerated through [10] Stakeholder Empowerment.
1.5.   Core Pattern 10 - Stakeholder Empowerment 

Many e-Government programs have failed because the citizen and business customers of public sector services are seen as simply passive recipients of those services rather than active stakeholders in their design and delivery.

  
Service transformation is done with citizens, businesses and organizations, and not to them
The focus of an Emergency Alerting program is on citizens, businesses, community volunteers and other organizations being actively engaged as owners and participants – as stakeholders – in the creation of public services and not just as passive consumers of those services. 
Community volunteers [e.g. Community Emergency Response Teams (CERT)] are increasingly seen as valuable resources to respond to emergencies.  Also, citizen volunteers can be utilized to rapidly gather information on the status of hazards and disasters as well as the resources needed.  

Therefore:

Engage service customers directly in service design and delivery as active stakeholders.
Encourage and enable service innovation in the Citizen (community)-to-Government, Business-to-Government, Government-to-Government and NGO-to-Government sectors.
Give people the technology tools that enable them to create public value themselves. New tools and channels may need to be used by alerting authorities to be able to include trained citizen volunteers in alerts sent to responders.
  
1.6.   Core Pattern 16 - Technology Development and Management
[DN – Need to make specific reference here to the use of the CAP and other emergency (e.g. EDXL) standards but how much more is relevant, eg the SOA references?]

Technological change is more rapid than organizational change and yet governments often find themselves locked-in to particular technology solutions.

  
EA communities  need to protect themselves against the downside of technology evolution and maintain governance of ICT development and deployment
Transformational Government needs a strategic IT platform to guarantee future agility as business and customer priorities change. Such a platform cannot afford to be locked-in to specific technologies or solutions that prevent or limit such agility.

Therefore:

Concentrate technology resources and efforts around leveraging open standards and SOA Principles so as to ensure development and deployment agility, and support all customer interactions, from face-to-face interactions by frontline staff to online self-service interactions and alerts to/information gathering from the stakeholders.
Use the Reference Model for Service-Oriented Architecture [SOA-RM] as the primary source for core concepts and definitions of the SOA paradigm. Have a clear understanding of the goals, motivations and requirements that any SOA-based system is intended to address. Identify boundaries of ownership of all components in any SOA ecosystem.
Realize discrete services that can perform work on behalf of other parties. Use common building blocks that can be re-used to enable flexible and adaptive use of technology to react quickly to changing customer needs and demands. Have clear service descriptions and contracts for any capability that is offered for use by another party.
Manage key ICT building blocks as community-wide resources and make them available as re-usable, shared services - in particular common customer data sets (e.g. name, address); applications and application interfaces (e.g. authentication, payments, notifications); and core ICT infrastructure.
Wherever possible prefer interoperable, open standards, particularly when these are well supported in the market-place.
Pay due attention to the total cost of ownership and operation of technology and consider the possible value of open source when making technology choices.
  
Standards of particular relevance in this context are OASIS Emergency Management deliverables designed to work across organizations:-

•
Emergency Data Exchange Language Resource Messaging 1.0 (EDXL-RM )

•
Emergency Data Exchange Language Hospital AVailability Exchange 1.0 (EDXL-HAVE)

•
Emergency Data Exchange Language Distribution Element (EDXL-DE)

•
Common Alerting Protocol 1.2 (EDXL-CAP)

· EDXL-CAP  Profiles: 

· USA Integrated Public Alert and Warning System Profile 
This pattern should be seen in conjunction with the [8] Roadmap for Transformation.

1.7.   Core Pattern 20 - Benefits Realization
[DN – need to pull together a best practice set of outcomes and impact measures which are relevant to Emergency Alerting  programs.]

No program has any value if it does not or cannot deliver what has been promised. Benefits Realization is therefore a core responsibility for the Program Leadership.

  
All intended benefits need to be delivered in practice, and this will not happen without pro-active benefits management.
Many organizations often fail to pro-actively manage the downstream benefits after an individual ICT project or program has been completed. Often, ICT programs are seen as “completed” once the technical implementation is initially operational. Yet in order to reap the full projected benefits (efficiency savings, customer service improvements, etc.), on‑going management is essential, often involving significant organizational and cultural changes. 
Therefore:

Establish a benefits realization strategy to ensure that the intended benefits from the Transformational Government program are delivered in practice. Build that strategy around the three pillars of (i) Benefit Mapping, (ii) Benefit Tracking and (iii) Benefit Delivery:
(i)        Set out all the intended outcomes from the emergency program and be clear how the outputs from specific activities and investments in the program flow through to deliver those outcomes;
(ii)       Baseline current performance against the target output and outcomes, define “smart” success criteria for future performance, and track progress against planned delivery trajectories aimed at achieving these success criteria; and
(iii)      Ensure that governance arrangements are in place to ensure clear accountabilities for the delivery of every intended outcome.
  
See also Component 4 (“Benefits realization Strategy”) of the [TGF Primer] for further details. The benefits realization strategy should be a formal document, developed as part of the Policy Product Management process and in collaboration with Engagement with Stakeholders.  Benefits realization is an integral part of the Critical Success Factors, and review of progress against the benefits realization strategy should be part of the checkpoint process recommended therein.
It is to be hoped that emergencies do not occur, but it is only when they do that the benefits of an EA programme can be truly realized. Thus, it is vital that the interfaces, both for alerting and notification, and the channels that may be used  are well understood by all members of the stakeholder community and the public. Whenever practical, key stakeholder processes must be rehearsed, both as part of their normal business but also as whole-of-community exercises.

Emergency Alerting Policy Product Types
The TGF Core Pattern 5 sets out the requirement to use the Policy Product Matrix to identify all the standards, policies, guidelines etc which are needed to make sure all aspects of a cross-organization interoperability problem (political, legal, organizational, semantic, technical,) are managed effectively.  It also advises that the Program Leadership should undertake a policy gap analysis through Engagement with Stakeholders, and then ensure that the accountability and process for developing any missing Policy Products is embedded within the Roadmap for Transformation.

Most of the TGF Policy Product Types are relevant to the emergency alerting community.  Some are very generic to all domains of government activity and require no further explanation in this Profile.  The full text of them is available in the Matrix at https://wiki.oasis-open.org/tgf/Policy%20Products 
However some are considered essential for Emergency Alerting programs and these are shown in full below suitably tailored for that community.  

1.1 Business Management Layer

“Business Management/Political” 
	Policy Product Type - BENEFITS REALIZATION STRATEGY

	Description: The strategy for ensuring that the intended benefits from the TG program are delivered in practice.
	

	Problem Addressed: Benefits Realization
	

	Example(s) of current Policy Product of this type: 
Northern Ireland - http://www.dfpni.gov.uk/benefits-management-mainsection1 
UK - http://www.institute.nhs.uk/quality_and_service_improvement_tools/quality_and_service_improvement_tools/benefits_realisation.html 
	

	Notes: See TGF Pattern [20] Benefits Realization
	


	Policy Product Type - BRAND-LED SERVICE DELIVERY STRATEGY

	Description: The government-wide strategy and supporting operational processes needed to ensure a trusted, consistent brand identity for an integrated, multi-channel, citizen-centric service delivery platform.
	

	Problem Addressed: Brand-Led Service Delivery
	

	Example(s) of current Policy Product of this type: 
UK - http://digital.cabinetoffice.gov.uk/
	

	Notes: See TGF Pattern [9] Brand-led Service Delivery
	


	Policy Product Type - TRANSFORMATIONAL BUSINESS MODEL

	Description: The strategy for ensuring that the intended benefits from the TG program are delivered in practice.
	

	Problem Addressed: Target Business Model
	

	Example(s) of current Policy Product of this type: 
UK - http://digital.cabinetoffice.gov.uk/ 
	

	Notes: See TGF Pattern [6] Transformational Business Model
	


 “Business Management/Organisational” 
	Policy Product Type - BENEFITS REALIZATION PLAN

	Description: The plan for delivering the Benefits Realization Strategy.
	

	Problem Addressed: Benefits Realization
	

	Example(s) of current Policy Product of this type:
Australia – http://www.finance.gov.au/budget/ict-investment-framework/docs/AGIMO_PerfIndicatorReport_v1_2.pdf 
New South Wales Government - http://services.nsw.gov.au/inside-dfs/information-communications-technology/publications/benefits-realisation-guideline 
New Zealand - http://www.ict.govt.nz/guidance-and-resources/benefits-realisation
	

	Notes: See TGF Pattern 20 Benefits Realization
	


	Policy Product Type - COLLABORATIVE STAKEHOLDER ENGAGEMENT MODEL

	Description: A model that articulates all of these elements: a map all stakeholders, coupled with the structures, engagement processes and incentives needed to deliver full understanding and buy-in to the TG program, plus effective stakeholder action in support of it.
	

	Problem Addressed: Stakeholder Engagement
	

	Example(s) of current Policy Product of this type:
UK - http://interim.cabinetoffice.gov.uk/govtalk.aspx 
USA - http://www.whitehouse.gov/sites/default/files/microsites/USTR-Open-Government-Plan_Jun-2010.pdf
	

	Notes: See TGF Pattern 3 Engagement with Stakeholders 
See also Australia - http://www.immi.gov.au/about/stakeholder-engagement/
	


	Policy Product Type - COMMON TERMINOLOGY AND REFERENCE MODEL

	Description: The means by which all stakeholders have a common understanding of the key concepts involved in the TG program and how they interrelate, and the common language to describe them.
	

	Problem Addressed: Common Language
	

	Example(s) of current Policy Product of this type:
None available
	

	Notes: See TGF Pattern 4 Common Terminology and Reference Model
	

	


 “Business Management/Semantic” 
	Policy Product Type - BUSINESS PROCESS MODEL

	Description: A model that depicts the business processes of an organization. The model typically shows a collection of related, structured activities or tasks that produce a specific service or product for a particular customer or customers. It often can be visualized with a flowchart as a sequence of activities.
	

	Problem Addressed: Business Processes
	

	Example(s) of current Policy Product of this type:
USA Consolidated Reference Model - http://www.whitehouse.gov/omb/e-gov/fea 
Zachman - http://www.zachman.com
	

	Notes: See TGF Pattern 15 Resources Management
See also OMG's Business Process Model - http://www.omg.org/spec/BMM/ 
	


1.1 Customer Management Layer

“Customer Management/Political” 
	Policy Product Type - CUSTOMER ANALYSIS

	Description: Qualitative and quantitative research of the customer base for government services. The insights from this research feed into a brand-led product management process.
	

	Problem Addressed: Understanding and segmentation of customer base
	

	Example(s) of current Policy Product of this type:
USA Department of the Treasury – Bureau of the Public Debt Franchising Strategic Business Plan - https://arc.publicdebt.treas.gov/docs/fsstrategicplan.pdf 
	

	Notes: See TGF Pattern 9 Brand-Led Service Delivery. 
See also USA University of Washington - Citizen/Customer Relationship (E-Commerce to E-Government Comparative Analysis) - http://carnegie-mellon.academia.edu/OlgaPopova/Papers/190526/Citizen_Customer_Relationship_E-Commerce_to_E-Government_Comparative_Analysis_ 
	


	Policy Product Type - PRIVACY AND DATA SHARING POLICY

	Description: The government policy for the sharing of data between agencies and other governments and NGOs, whilst at the same time respecting the needs for data privacy.
	

	Problem Addressed: Data Privacy and Sharing
	

	Example(s) of current Policy Product of this type:
EU European Commission, EIF v2 para 2.5 - http://ec.europa.eu/isa/policy/policy3_en.htm
	

	Notes: See TGF Pattern 11 Customer Identity Management
	


“Customer Management/Organisational” 
	Policy Product Type - CROSS-GOVERNMENT CUSTOMER SEGMENTATION FRAMEWORK

	Description: A methodology for mapping out the diverse types of e-Government customer, giving all public sector service delivery organisations: a) a common basis for segmenting their customer base, relating to characteristics that cause their customers to have differing product or service needs (including geographic, demographic, psychographic and behavioural factors); and b) a framework for identifying which services address overlapping customer segments and therefore need to be developed, delivered and marketed in an integrated manner.
	

	Problem Addressed: Customer Management
	

	Example(s) of current Policy Product of this type: None available
	

	Notes: See TGF Pattern 6 Transformation Business Model
	


	Policy Product Type - PRODUCT MANAGEMENT PROCESS

	Description: A brand-led product management process covering all stages of government service design and delivery (see also “Service Definition for ‘One-Stop’ services)
	

	Problem Addressed: The high-level process design issues needed to deliver one-stop services available over multiple channels.
	

	Example(s) of current Policy Product of this type: None available
	

	Notes: See TGF Pattern 8 Brand-Led Service Delivery
	


	Policy Product Type - MARKETING AND COMMUNICATIONS STRATEGY

	Description: A government-wide approach for promoting the services made available through a citizen service transformation programme, covering: a) the process of understanding and segmenting citizen requirements; b) establishing what the messages are, how they are communicated (language, format), where they are communicated (channel management) and at what stages throughout the lifetime of the programme.
	

	Problem Addressed: Marketing and Communications
	

	Example(s) of current Policy Product of this type: None available 
	

	Notes: See TGF Pattern 9 Brand-led Service Delivery
	


“Customer Management/Semantic” 
	Policy Product Type - COMMON DATA STANDARDS

	Description: A set of the most common data items in use by government. For each item there should be a full definition together with any appropriate formatting and coding.
	

	Problem Addressed: Data Management
	

	Example(s) of current Policy Product of this type:
EU European Commission, EIF v2 para 4.5 - http://ec.europa.eu/isa/policy/policy3_en.htm 
UK - http://interim.cabinetoffice.gov.uk/govtalk/schemasstandards/e-gif/datastandards.aspx
	

	Notes: See TGF Pattern 16 Technology Development and Management
	


 “Customer Management/Technical” 

	Policy Product Type - ANALYSIS OF CITIZEN AND BUSINESS INTERACTION WITH GOVERNMENT

	Description: Analysis of the real-time, event-level, interaction of citizens and business with government services.
	

	Problem Addressed: Identifying archetypes of interaction with government services to improve innovation in service design.
	

	Example(s) of current Policy Product of this type: None available
	

	Notes: See TGF Pattern 9 Brand-Led Service Delivery
	


	Policy Product Type - SERVICE DEFINITION FOR ONE STOP SERVICES

	Description: Transformational Government programs typically involve a shift from silo-based delivery towards an integrated, multi-channel, citizen-centric service delivery platform offering “one stop” service delivery for government. Developing such a service requires a clear end-to-end service definition: a comprehensive documentation describing the product which will be offered to all customers. 
	

	Problem Addressed: One stop service delivery
	

	Example(s) of current Policy Product of this type: None available 
	

	Notes: See TGF Pattern 6 Transformation Business Model
	


1.1 Channel Management Layer

“Channel Management/Political” 
	Policy Product Type - INTERMEDIARIES STRATEGY

	Description: The strategy for the involvement of private and voluntary sector intermediaries in the delivery of government services. 
	

	Problem Addressed: Use of Intermediaries
	

	Example(s) of current Policy Product of this type: 
USA - Oregon State Government - Page 13, Multi-agency Action and page 14, Citizen Value and Usability - http://www.das.state.or.us/DAS/EISPD/docs/Reports/0_EIRMS_20100129_1400_FINAL.pdf 
USA - Texas State Government - http://www.dir.texas.gov/texasonline/Pages/texasonline.aspx
	

	Notes: See TGF Pattern 12 Channel Management Strategy
	


“Channel Management/Organizational” 
	Policy Product Type - CHANNEL MANAGEMENT FRAMEWORK

	Description: A framework that sets out the strategic direction for public sector organizations to plan and shape the future development of channel strategies for the delivery of their electronic services. 
	

	Problem Addressed: Channel Management
	

	Example(s) of current Policy Product of this type: 
UK - http://interim.cabinetoffice.gov.uk/media/253440/channels_framework_2002-09-30.pdf
	

	Notes: See TGF Pattern 12 Channel Management Strategy
	


1.1 Technical Management Layer

 “Technical Management/Political” 
	Policy Product Type - INFORMATION SECURITY STRATEGY

	Description: The policy for the security of the government’s information assets. This should cover not only the hard copies of documents and other paper materials but also web pages and online services and the information captured by them. 
	

	Problem Addressed: Information Security
	

	Example(s) of current Policy Product of this type: 
EU European Commission, EIF v2 para 2.5 - http://ec.europa.eu/isa/policy/policy3_en.htm 
Queensland Government - http://www.qgcio.qld.gov.au/qgcio/architectureandstandards/Pages/security.aspx 
USA - http://www.whitehouse.gov/the-press-office/executive-order-classified-national-security-information
	

	Notes: See TGF Pattern 15 Resources Management
	


“Technical Management/Organizational” 
	Policy Product Type - OPEN STANDARDS PROCEDURES

	Description: A set of procedures that allow (the need for) open standards to be raised and lead into a process for filtering requests, defining the need, selecting or building them, adopting them and managing them through to retirement. 
	

	Problem Addressed: Use of open standards
	

	Example(s) of current Policy Product of this type: 
EU European Commission, EIF v2 para 5.3 - http://ec.europa.eu/isa/policy/policy3_en.htm 
EU European Commission, CAMSS - https://webgate.ec.europa.eu/fpfis/mwikis/idabc-camss/
	

	Notes: See TGF Pattern 16 Technology Development and Management
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Appendix B. Glossary

[DN definitions of each of these words/phrases, plus any others that are considered necessary, are required]
Alerting
Cancel
Certainty
Event Codes

Expires
Informing

Register of Alerting Authorities
The WMO maintains a Register of Alerting Authorities, and it is up to each country to identify in the Register the alerting authorities for their country   see http://www-db.wmo.int/alerting/authorities.html
Severity
Update

Urgency 
Warning
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