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1 Attendance
Attendance to be taken.
2 Additions to Agenda
3 Approval of Previous Minutes 

Motion:

Motion to approve the minutes of the last meeting. 

The minutes can be found at: http://www.oasis-open.org/committees/download.php/12832/TC_Minutes-v1-20050524.doc 
 

Minutes:

4 Administration

4.1 Next Call

Next call is scheduled for 5 July 2005. 
We need a host.
Minutes:

4.2 FTF

The Brits of the TC mentioned that 17 Oct would be a great time (and location) to hold our next FTF.  Discuss date for the next FTF. The following refers:
Mark Your Calendars: OASIS Adoption Forum, London, 17 Oct

This year, the OASIS Adoption Forum will be held at the Russell Hotel in London, 17 Oct. All members, as well as the public, are encouraged to attend this annual European event, which will explore open standards issues that profoundly affect government, healthcare, and commerce. Chaired by John Borras, CEO of the UK's Local e-Government Standards Body, the OASIS Adoption Forum will deliver insight and updates on work in SOA, Web services, tax, business process, and localisation. OASIS gratefully acknowledges event sponsors, BEA Systems, IBM, Innodata Isogen, SAP, and Sun Microsystems; their support will provide meeting rooms for TCs on 18, 19, and 20 Oct. (Space is limited, so TC chairs are advised to reserve early.) The OASIS Adoption Forum is being held in conjunction with the eWorld Government and Healthcare Conference.

Minutes:

5 Old Business

5.1 Formation of a “UDDI Adoption TC”

ACTION: Luc to respond to the SC to get more detail on the deliverables they expect, and some structure to the plan. 
Dee Schur was to send out a call for participation.
Minutes:

5.2 Technical Notes
5.2.1 “Understanding Key Partitions” Technical Note

Background

Document posted at http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/12051/uddi-spec-tc-tn-understandingkeypartitions-20050330.doc.
Editors (Max Voskob, Dave Prout, Jin Tong) had been tasked to review and provide feedback to Tony 

Per last meeting:

· Jin’s input has arrived – it is detailed, and will take some time to incorporate.

· Tony to identify the issues, and post a new version of the document by 30 May

ACTION: 

· Tony to action AR

· Tony to provide status

Minutes

5.2.2 Web Services Security Scenarios – Use Case

Background
We have potentially three technical notes (those that follow in the agenda) held back due to a sentiment that the modeling for these should be based on policy rather than adopting what is arguably a technical signature of the binding. The argument has been made for the TC needed to adopt a policy framework – we have yet to decide on this.
Per the last meeting, we discussed the desire to identify a set of use cases that can help drive how we approach this modeling.

Discussion
Discuss Dave Prout’s input at http://lists.oasis-open.org/archives/uddi-spec/200506/msg00002.html 

Action: 
Identify next steps

Minutes

5.2.3  “HTTP Basic and Digest Authentication” Technical Note

Background

Document posted at: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/11960/uddi-spec-tc-tn-httpauth-20050321.doc 

This TN and the WS-Security Modeling TN are now also the subject of a discussion on the need for the TC to adopt a policy framework. Last note on this thread: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/email/archives/200505/msg00015.html 

Per last meeting:

This TN and the following one address questions of security policy.

The problem with policy is that there is, as yet, no description of composable security fragments, and what it means to combine them. 

Andrew suggests that we can provides a first-cut at these two TNs, and wait for feedback; then release updates that capture it better – along the lines of the WSDL TN (the second version was a significant improvement). Otherwise we must call in experts in other domains, and take a lot of time to try to get it right first time.

Luc is concerned about policy issues – there is a void here that is not being filled.

Andrew commented that there is no policy work going on.

Luc feels that there’s a need for policy modeling in the registry, and that the format of the policy document is secondary.

Are there two kinds of policy? Can all of it be put into categorization? Is it purely a question of the “technical fingerprint” of a service? Or are there questions of negotiation between the provider and consumer of the service?

We need to be consistent in how we model services. We need best practices.

Can we handle policy without creating new UDDI structures?

Discussing WS-Policy Attachment in context. The problem is that the content of the policy is not held in UDDI, but just a URI pointing to the policy. Luc suggests that the URI alone may be sufficient to identify the policy, and that we may be able to provide a means of breaking up the policy into composable fragments.

Dave feels that there’s a big need for standardization in this area, and that the lack of standards is hurting.

Andrew suggested we investigate whether W3C is working in this area.

What is policy, what is meta-data, what is technical fingerprint? We need to separate the issues into these groupings, so we can understand how to deal with them. It will help if we outline some use cases, and consider how that can be satisfied.

Another question: how much of the policy is machine-comprehensible? Is it reasonable that much of the policy be as simple as html that’s for human reading?

Use case might be as simple as: in wanting to providing a user name and password to a web service, there are three places it can be put – probably not smart to put it in all three places!

Can we construct a straw-man that we can put out for feedback from other groups?

ACTION:
1. identify the set of use cases that the TC should consider to help it formulate its approach to policy

2. TC members requested to submit use cases

3. evaluate use cases with the goal to identify approach to model metadata either as categorization/technical fingerprints and policy (capabilities and constraints)

4. evaluate frameworks like WS-PolicyAttachment; identify shortcomings against use cases; identify the roadmap
Minutes
5.2.4 “WS-Security Modeling” Technical Note

Background
Document posted at: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/12217/uddi-spec-tc-tn-wssecurity-20040328.doc
Editors: Dave Prout, Claus von Reigen, Pete Wenzel, Tony Rogers

Dave opined out that this TN is a good start but needs clarification: for example, when a service specifies encryption, does this mean the request and response are both encrypted? Or just the response? If the request is to be encrypted, where does the requestor get the public key / certificate?

This TN is a good start, but there is still work to be done. Dave questioned the prevalence of examples in V2 form (see Appendix B Examples of Use sections) – it might be wise to have examples in both V3 and V2 (at least).

ACTION:


Determine modeling to use based on decisions related to / or not to adopt a policy framework
Minutes
5.2.5 “Secure Channel for Trustworthiness” Technical Note

Background

The completed TN has been posted. Formal review started 29 Mar 05 per http://lists.oasis-open.org/archives/uddi-spec/200503/msg00028.html. 
Per last telecom:

Status: 

In the midst of 30-day formal review
Next steps:
Ready for TC vote; vote to be taken at 3 May telecon
Target date:
vote 3 May during telecom

TC Members were to review http://lists.oasis-open.org/archives/uddi-spec/200503/msg00028.html and be ready to vote at the 3 May telecon to adopt the “Secure Channel for Trustworthiness” TN as a TC TN

Claus raised two questions in e-mail:

· How does the client determine that the server does validation?

· How does the client establish a secure channel?

The UDDI registry owner must offer a binding template under the Node Business Entity that offers an SSL connection.

The UDDI registry will need to make available policy information to specify that it does server-side validation of digital signatures.

Claus asked what the server should do if the signature fails validation – Tony suggested that the signed entry be suppressed, but Claus pointed out that this would be a deviation from normal behaviour. Unfortunately, we have no way, at the moment, to indicate in a response that the signature has failed validation.

Perhaps the TN should add a new find qualifier (as a canonical tModel) to specify if the server should omit entries whose signatures failed validation – one find qualifier to omit entries with failed signatures, one to include them (although there is then the question of whether there is any point to checking them, given that we cannot report the fact).

Dave asked if the TN should add another new find qualifier to specify that the client does not want the server to do validation. If the server were suppressing entries due to signature failures, this would allow the client to override that behaviour – perhaps this find qualifier would suffice?

Given how important these questions are, and the impact they could have on the TN, we will not vote on the TN today.

Discussion on the mailing list, please – we need to decide what we will do / what we will advocate.

ACTION:

· Claus’s questions remain open.

· Tabled during last meeting until we had resolve the policy discussion. 
Minutes
5.3 Schema Centric Canonicalization Spec Errata
Background

Andrew submitted errata to the SCC14N http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/12829/Schema%20Centric%20Canonicalization%20Errata.htm
 

ACTION: Discussion of next steps and decision to take it to ballot at the next meeting.
Minutes
5.4 Property Support in UDDI

Document posted at: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/11602/uddi-spec-tc-prop030-property-and-significant-keyname-20050225.doc 

ACTION: Luc to provide clarifications per Jin’s request, and to turn his document into a TN draft. 

Minutes
5.5 Errata to "Providing A Value Set For Use In UDDI V3"
Per http://www.oasis-open.org/apps/org/workgroup/uddi-spec/email/archives/200505/msg00017.html Zhe identified two typos to the TN

TC agreed to fix these typos, update the change log, and replace the document online.

ACTION:  Luc to update the document and repost

Minutes
6 New Business

6.1 Transport and protocol tModels

Per http://lists.oasis-open.org/archives/uddi-spec/200506/msg00003.html: 

We (Systinet in the context of a project) have reason to want to map a service as communicating over IBM MQ and using XML (i.e. XML/MQ vs SOAP/HTTP vs SOAP/TCP). We’re about to define tModels for this but I wanted to know whether there would be interest in coming up with a list of transports and protocols that supplements those we identified in the v3 spec and the WSDL-UDDI TN.

I’d be happy to collect these and write a TN. Doing so would greatly cut down on duplicative definitions. Please let me know your thoughts and transports/protocols you’d like considered.
Discussion:


Discuss interest in tackling this and contributing to such an effort.

Minutes
7 Additions to Agenda
Minutes

8 Adjournment
Minutes

