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1 Attendance
	Member Name
	Company or Organization
	20051120

	Clement, Luc
	Systinet
	

	Colgrave, John 
	IBM
	

	Dovey, Matthew 
	Individual
	

	Downey, Paul
	BTplc
	

	Garbis, Jason
	Systinet
	

	Hately, Andrew 
	IBM
	

	Kochman, Rob
	Microsoft
	

	Macias, Paul A.
	LMI
	

	Mikulinsky, Oleg
	WebLayers
	

	Prout, Dave
	BTplc
	

	Rogers, Tony
	Computer Associates
	

	Sharma, Shamik
	SOA Software
	

	von Riegen, Claus 
	SAP AG
	

	Wu, Zhe
	Oracle
	


2 Additions to Agenda
Minutes:

3 Approval of Previous Minutes 

Motion:

Motion to approve the minutes of the last meeting: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/14964/Minutes-v1-20051018.doc 
 

Minutes:

4 Administration

4.1 Next Call

Next call to be scheduled. 
Need a host
Minutes:

4.2 Face to Face Meeting

Tabled
5 Old Business
5.1 WS-Addressing

Tony raised the question of WS-Addressing, a standard which is rapidly approaching (WS-Addressing is now a Candidate Recommendation in W3C). Document posted to: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/14914/WSA_UDDI.htm
Discussed during the 18 Oct 05 telecon. There were a variety of views, mostly over how to tackle the question.

Action: 

· Tony will take this forward as a draft TN, describing the “middle road”.

· Matthew will assist.

· Editors will be appointed once we see the draft.
Minutes

5.2 Technical Notes
5.2.1 “Understanding Key Partitions” Technical Note

Tony updated the TN and re-posted it: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/14916/uddi-spec-tc-tn-understandingkeypartitions-20051016.doc.
Rob volunteered to assist Tony in completing the work.

Action: Rob to report on progress and completion date
Minutes

5.2.2 Security Policy TNs

Security Policy TNs remain an open issue. 

5.2.2.1 WS-PolicyAttachment issue

Luc has raised an issue which he believes is not addressed by WS-PolicyAttachment in its current form. 

http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/14955/echo_policy.wsdl
TC to discuss, and decide on a course of action.

Issues:

· Current WS-policyAttachment will not allow policies to be associated at the WSDL operation level; wasn’t a design requirement at that time. Result: cannot use ws-polattachment/UDDI to represent this without alterations and alternate approach

· Questions:

· Is this required?

· Do we need to represent this much detail in UDDI – will there be a requirement to search on the basis of policy? 

· Will there be searches for services/bindings that have particular policies attached to them?

· Options

· Associate operations at design time with different policy with different end-points

· Claus pointed out that the existing WS-Policy already supports the fine-grained application of policy (as shown in the example), but questions the need to support this in UDDI.

· There’s a sticky question: do we need to be able model all the detail of the operations in UDDI to allow searching on those details? The problem becomes one of whether it’s even possible to represent this information in the current UDDI data model

Action:

· Luc to provide additional information – we need use-cases which demonstrate what is needed from UDDI in such a situation.

· Matthew to post a description of the option he outlined (using tModel inheritance), and the associated problems it’s trying to solve

Minutes

5.2.2.2 “Secure Channel for Trustworthiness” Technical Note

On hold until the policy discussion was settled. The following provided as background.
The completed TN has been posted. Formal review started 29 Mar 05 per http://lists.oasis-open.org/archives/uddi-spec/200503/msg00028.html. 
Next steps:
Ready for TC vote; vote to be taken at 3 May telecon
Target date:
vote 3 May during telecom
ACTION: TC Members to review http://lists.oasis-open.org/archives/uddi-spec/200503/msg00028.html and be ready to vote at the 3 May telecon to adopt the “Secure Channel for Trustworthiness” TN as a TC TN

Claus raised two questions in e-mail:

· How does the client determine that the server does validation?

· How does the client establish a secure channel?

The UDDI registry owner must offer a binding template under the Node Business Entity that offers an SSL connection.

The UDDI registry will need to make available policy information to specify that it does server-side validation of digital signatures.

Claus asked what the server should do if the signature fails validation – Tony suggested that the signed entry be suppressed, but Claus pointed out that this would be a deviation from normal behaviour. Unfortunately, we have no way, at the moment, to indicate in a response that the signature has failed validation.

Perhaps the TN should add a new find qualifier (as a canonical tModel) to specify if the server should omit entries whose signatures failed validation – one find qualifier to omit entries with failed signatures, one to include them (although there is then the question of whether there is any point to checking them, given that we cannot report the fact).

Dave asked if the TN should add another new find qualifier to specify that the client does not want the server to do validation. If the server were suppressing entries due to signature failures, this would allow the client to override that behaviour – perhaps this find qualifier would suffice?

Given how important these questions are, and the impact they could have on the TN, we will not vote on the TN today.

Claus’s questions remain open.

Luc suggests that the answer lies in policy.

Had been tabled until we have the policy discussion. 
Status: on hold
Action: Andrew to report progress / TC to determine how to advance the work.
Minutes
5.2.2.3  “HTTP Basic and Digest Authentication” Technical Note

Document posted at:  http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/11960/uddi-spec-tc-tn-httpauth-20050321.doc 

Had been tabled until we have the policy discussion. 
Status: on hold
Action: Andrew to report progress / TC to determine how to advance the work.

Minutes
5.2.2.4  “WS-Security Modeling” Technical Note

Document posted at: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/12217/uddi-spec-tc-tn-wssecurity-20040328.doc 
Had been tabled until we have the policy discussion. 
Status: on hold
Action: Andrew to report progress / TC to determine how to advance the work.

Minutes
5.2.3 Property Support in UDDI

Document posted at: http://www.oasis-open.org/apps/org/workgroup/uddi-spec/download.php/14950/uddi-spec-tc-proposal-strawman-representing-property-information-2005-10-17.doc
Editors: Andrew, Tony and Claus

Action: 
· Jason: flesh out proposal

· Matthew: will assist with editing and will contribute some RDF-related work

Minutes
5.2.4 Transport and Protocol tModels

Further to http://www.oasis-open.org/apps/org/workgroup/uddi-spec/email/archives/200506/msg00003.html where: 

We (Systinet in the context of a project) have reason to want to map a service as communicating over IBM MQ and using XML (i.e. XML/MQ vs SOAP/HTTP vs SOAP/TCP). We’re about to define tModels for this but I wanted to know whether there would be interest in coming up with a list of transports and protocols that supplements those we identified in the v3 spec and the WSDL-UDDI TN.
I’d be happy to collect these and write a TN. Doing so would greatly cut down on duplicative definitions. Please let me know your thoughts and transports/protocols you’d like considered.
... find below examples of "things" that are being identified. 

 

	Name
	Type
	Values

	xxx-org:yyy:jms
	 
	 

	xxx-org:yyy:file
	 
	 

	xxx-org:yyy:requestresponse
	 
	 

	xxx-org:yyy:requestonly
	 
	 

	xxx-org:yyy:anysoap
	 
	 

	xxx-org:yyy:anyxml
	 
	 

	xxx-org:yyy:messagingservice
	 
	 


 
Would like to discuss whether there is interest in collecting and identifying a common set of representations/nomenclature/definitions.

 

Status: This TN has stalled while Jason worked on the previous one, but there is added demand for it.

Minutes
6 New Business

None
7 Additions to Agenda
Minutes

8 Adjournment
Minutes
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