2003-10-16 WSDM UPlat Conference Call Minutes

Agenda

· Roll Call.  Not needed officially.  Zulah will run it for today.  

· John DeCarlo volunteered to be scribe.  

· 1. Discuss action items from last week

· Can we remove some categories?

· Review inputs.

· 2. Next steps

Action Items

· All.  COB Monday.  Assign priority of high, medium, or low to each item in the list and post to the WSDM mail list.

· Those who did not finish their assignments from the week before.  COB Friday.  Post the definition and management need or tell Zulah you can't do it.

· All.  Update based on discussions and repost to the list.  

Motions

· None.

Summary

· At the last meeting, decided to define what the items were and why they were needed for management, in order to prioritize them.  It was decided that this is important even for low priority items.  

· Discussed the inputs received, which included:  Security (John); Attributes, Metadata, Relationships, and Relationship Service (Heather); Addressing and Collections (Bryan, summarized by William).  There was input on Policy (Andreas), but we ran out of time to discuss it.

· Decided to go through details of definitions and management needs via email.  There is not enough time to discuss everything in 45 minutes.

· Decided to have all prioritize the list of items and submit to the group via email.

Meeting Notes

· Recap.  Need to define things first so we can prioritize them later.  Should even define the low priority items.

· 1. Discuss action items from last week

· can we remove some categories?

· Review inputs.  

· Identification – Igor didn't finish.

· Andrea not here to discuss here areas:  attributes and metadata., relations.  

· Security.  John summarized and said we could prioritize the “innards”.  

· Input 

· Definition(s)

· Information/Computer Security. There are many ways to categorize information security, but the most common today is represented by the letters C, I, A:  Confidentiality, Integrity, and Authentication. Additional concepts that can be arguably kept separate are:  Access Control, Nonrepudiation, Availability, and Privacy.

· Confidentiality.  Preventing unauthorized entities from accessing information or resources.

· Integrity.  Making sure that when authorized entities access information, it is either not changed or any changes are detectable.

· Authentication.  Making sure that entities are who/what they claim to be.

· Access Control.  Making sure that entities can only access services, resources, or information that they are authorized for.

· Nonrepudiation.  Making sure the sender of a message can not deny having sent the message.

· Availability.  Making sure a service or resource can be accessed by authorized users.  While this goes beyond security, security is expected to address denial of service attacks.

· Privacy.  Making sure that information on entities is used only for the express purposes allowed.

· Management Need

· Management of a resource can have a huge impact on the operation of the resource.  As such, it has higher security requirements than most of the business services.  However, management and business services share many security requirements, so having a separate security infrastructure is needed.  Also, that security infrastructure needs to be managed.

· There is also a requirement for manageable resources to be able to be created, operate, and be turned off in the absence of access to a security infrastructure.

· Discussion.

· Security is just as important to management as to any other Web Service. There are no specific management needs that are not there for other Web Services, just more risk.   

· Do we care about interoperability between manager and manageable resource?  Or just point them at the WS-I Security Profile.  

· Resources have to be securely managed in an interoperable way.  Security also needs to be manageable.  

· Igor will help reword this.  Need to say that security must be composable into the manageability interface. 

· Heather's areas.

· Attributes – schema to describe attributes of a Web service and portType operations to access and set the attributes. Attributes should be introspectable at design time and runtime. Attribute is synonymous with property. For manageability, a property is a name, type, value triple that is part of the advertised manageability interface for a resource. An attribute can be used to represent configuration values, metrics, identifiers, etc.

· Attribute Metadata – schema that defines how to describe metadata about attributes, operations, events, or interfaces of a Web service. This metadata for attributes could include includes units, volatility, modifiability. Metadata about operations may include idempotency, endState. Metadata should be introspectable at design time and runtime.

· Note that metadata applies to more than just attributes.  Operations and events.  And interfaces.  

· Do we need a definition of metadata?  Should it include policies?  WSDL documents?  Is it settable?  “Data about data”.  “Definition of data that provides information about what is being managed.”  Don't want to include metadata that is “related” to the data, just the metadata that is “about” the data.  Or Definitional.  

· Relationships – schema to describe relationships between resource types, resources, interfaces, and endpoints; including portType operations to get and modify the current set of relationships from a participant in the relationship. Static relationships and relationships between types and interfaces should be introspectable at design time and runtime.  All relationships should be introspectable at runtime.

· Discussion of design v. runtime.  

· Igor proposed saying “Static relationships should be introspectable at design time.”  

· What is a relationship?.  Relationships are an association between two elements. 

· Relationship service – a relationship repository or registry which may be responsible for creating, inventorying, tracking, and validating relationships. This service is not a participant in the relationships. If relationships are rule based, then it would also be responsible for altering relationship members based on the rules. This would include portType operations for querying, adding,  finding, and validating relationships. This service would build on the Relationships schema above.

· What if the resource provides relationship information, is it providing this service?  Heather – maybe say it is not necessarily a participant.  

· Are we saying this is needed on the Platform?  Heather – GGF has discussed having this in the environment.  May not need it right away for the work we are doing.  

· Why do we need it for management?  Heather will do that for homework.

· William to discuss Bryan's input.

· Input.  

· Addressing

· 1) Addressing is the ability to reference another entity. One examples of where a reference is required is in a relationship to refer to the entities that have an association with each other. Another example is to refer to the Web service where asynchronous notifications should be sent. In general, the Web service exposing the manageability interfaces for a resource may need a reference to the resource. Since not all resources are Web services, a reference must be defined such that non-Web service entities can also be referred to. The special case of referring to a Web service entity should refer to the WSDL for the Web service such that a manager can choose which Web service endpoint it wants to send messages.

· 2) Addressing is required to provide references to other entities. Other entities may include resources, Web services, WSDL documents, policy descriptions, as well as other documents and services. Addressing defines the mechanism used to specify the reference. Management using Web services requires a standard mechanism for referring to other entities.

· Collection

· 1) A collection is an entity which acts as a proxy to zero or more other entities. A manager can send a single request to a collection where the result is that zero or more members of the collection are acted upon as specified in the request. The members of a collection are managed entities in their own right and have their own management interfaces. The result of a manager sending a single request to a collection must be the same as a manager sending a separate message to each of the selected members of the collection individually. It is not necessary that the collection actually send separate messages to each of its members, only that the result to the members is the same. A collection provides a mechanism to perform the same action on many managed entities at once, and acts as one scalability mechanism in a management system.

· 2) As the number of managed resources grows, it becomes more important for a management system to provide a mechanism to allow a manager to perform the same action on many resources at once. For instance, with a collection a manager can query for the state of all resources in the collection at once rather than one at a time. Also, it is possible for a collection to reset the state of metrics for the resources in the collection using a single request. A collection provides the ability for a management system to scale much better than a system not supporting collections. Also, there are cases where the exact membership of a group is better known by an entity, such as a collection, that may be closer to the group than a manager. This allows the manager to defer to the collection to determine the exact entities to act upon.

· Summary.

· Addressing.

· Addressing allows you to refer to an entity.

· Can be a service, as well.

· Needed by management for Relationships.  

· Discussion of how much is Identification and how much is Addressing. Maybe the Addressing is used to represent or convey the reference.  

· Zulah asked William to clean up the words in Addressing, clean up the referencing part.  

· Collections.

· Collection for zero or more manageable resources.  

· Is it queryable?  

· Do we need an invocable collection?

· Or do we just need aggregation?  

· Policy.

· Input.

· Policy (in the context of MUWS and MOWS):

·  is a course of action, guiding principle, or procedure considered expedient, prudent, or advantageous for a given condition or event. 

· describes a broad range of service requirements, preferences, and capabilities. 

· provides a set of requirements to a manageable resources in a specific context.

· There are various policies that can be specified to a manageable resources (Web service functional and manageability endpoints) via MUWS: 

· no time to discuss this today.

· 2. Next steps

· More discussion on the email list.  Less detail on the phone call.

· For those who didn't do their actions, either do them or punt right now – time is short.  

· What is the scope?  For instance, if a collection is just a proxy, the Platform doesn't need to provide/define it, just Management.  Security and Notifications would be nice to get from the Platform, but they aren't necessarily available now.  Want to be specific on what we do.    

· Let us start to prioritize.  High, medium, low.  Each of us give them each High Medium Low.  

· All need to update their definitions.  Send them back out to the list.  

END OF MEETING.

