NETWORK ACCESS AGREEMENT
Effective Date:
8/3/2004

User (Company): Sun Microsystem 
Address:
 

User Contact:
Atul Batra 

Telephone:


E-mail:

atul.batra@sun.com
Oracle Contact:
 Michael Freedman 

Telephone:
650.506.4904

E-mail:

 michael.freedman@oracle.com 

This Network Access Agreement (“Agreement”) is made by and between Oracle Corporation (“Oracle”), a Delaware corporation located at 500 Oracle Parkway, Redwood City, California 94065, USA, and the “User” identified above.  Oracle and User agree as follows:

1. Network Use.

Oracle grants User and its authorized employees and/or contractors listed in Attachment A (“Authorized Personnel”) the nonexclusive, revocable right, subject to the terms of this Agreement, to obtain access to and use Oracle's Network (the “Network”).  The Network is defined as any communication channels connecting Oracle data devices to each other and any interface devices owned, operated, administered, maintained, leased or otherwise controlled by Oracle, that are used to connect those channels to other channels or are used to provide a user interface to those channels that are necessary to accomplish the Permitted Uses specified in Attachment B.

User agrees to comply with all instructions given by Oracle IT Security.

Oracle reserves the right to disconnect User from the Network at any time, without warning of any kind.  User shall have no expectation of privacy when using or accessing the Network.  Oracle reserves the right to access, review, copy or delete User’s messages and files for any purpose and to disclose them to any party it deems appropriate, except to the extent the information is subject to a separate confidentiality or nondisclosure agreement.

2.
Authorized Personnel.
User is responsible for controlling access to the Network by Authorized Personnel, and User agrees to take all steps necessary to ensure that Authorized Personnel comply with the terms of this Agreement.  User must immediately take all steps necessary to block Network access by Authorized Personnel whose employment has been terminated.  User also agrees to notify Oracle within 48 hours when any of the Authorized Personnel cease being employed by or under contract to work for User.  User agrees not to permit any individual who is a foreign national of Cuba, Iran, Iraq, Libya, North Korea, Sudan, or Syria to have access to the Network without Oracle’s prior written consent.

The list of Authorized Personnel may be modified by User at any time upon written notice to Oracle, subject to approval by Oracle IT Security.

3.
Permitted Uses.

User's access to and use of the Network shall be limited to the purpose, method of access, specific server(s) and application(s), and type of activity set forth in Attachment B ("Permitted Uses").  Any other use of the Network and any other method of accessing the Network is strictly prohibited and may subject User to civil and criminal prosecution. 

In accessing and using the Network for the Permitted Uses, User shall not exhaust Network resources; modify, view, copy or obtain programs or data if not authorized to do so; insert any program or data if not authorized to do so; cause fees to Oracle; change the topology of the Network; or do anything else that might cause damage to or detrimentally affect the performance of the Network.

4.
Fees.  
Access to and use of the Network shall be at User's expense.  Oracle shall not charge User a fee for access to or use of the Network.

5.
Equipment and Access Procedures.

Oracle may provide User with certain equipment and/or passwords to enable the Authorized Personnel to access the Network ("Equipment").  User shall not share the Equipment with any third party.  User shall take all reasonable steps to secure physical access to and use of the Equipment.  

User agrees to assume sole responsibility for the Equipment and to pay Oracle replacement costs for any damage to or loss of the Equipment while in User’s custody.  User shall notify Oracle promptly of any loss, damage or theft of the Equipment.  

Oracle reserves the right to modify the procedures and hardware needed to access the Network at any time.

6.
Term and Termination.

This Agreement shall terminate six (6) months from the Effective Date or upon completion of the project for which access is authorized herein, whichever occurs first.  The parties’ rights and obligations under Sections 7, 8, 9, and 11 shall survive termination of this Agreement.

Upon termination, User shall immediately cease accessing and using the Network and shall immediately return the Equipment to Oracle.

7.
Nondisclosure and Ownership.

Through its use of the Network, User may have access to certain information that is confidential and proprietary to Oracle including, but not limited to, source code, object code, software, documentation, financial data, and marketing and customer data (“Confidential Information”).  User shall protect all Confidential Information by using the same degree of care, but no less than a reasonable degree of care, to prevent the unauthorized use, dissemination or publication of Confidential Information as User uses to protect its own confidential information of a like nature.

This Agreement imposes no obligation upon User with respect to Confidential Information which (a) was in User’s possession before receipt from Oracle; (b) is or becomes a matter of public knowledge through no fault of User; (c) is rightfully received by User from a third party without a duty of confidentiality; (d) is disclosed by Oracle to a third party without a duty of confidentiality on the third party; (e) is independently developed by User; (f) is disclosed under operation of law; or (g) is disclosed by User with Oracle’s prior written approval.

User acknowledges and agrees that Oracle is the owner of the Network and all data contained therein.  Nothing in this Agreement shall be construed to transfer any of Oracle’s proprietary rights to User.  User agrees that Oracle may offer use of and access to the Network to other parties.

User agrees that a breach of the confidentiality provisions of this Agreement will breach the security of Oracle’s Network and data devices attached thereto and thus would cause irreparable harm to Oracle for which no adequate remedy at law exists.  User therefore agrees that, in addition to any other remedies available, Oracle shall be entitled to injunctive relief to enforce the terms of this Agreement.

8.
Warranty Disclaimer/Limitation of Liability.
USER ACCEPTS ACCESS TO THE NETWORK ON AN “AS IS” BASIS.  Oracle makes no representations or warranties of any kind with respect to PERFORMANCE, DATA QUALITY, ACCESSIBILITY OR INTEGRITY OF THE NETWORK, including but not limited to the warranties of fitness for a particular purpose or merchantability.  Oracle assumes no responsibility in connection with USER'S ACCESS TO OR use of the NETWORK.  
ORACLE SHALL NOT BE LIABLE FOR ANY DAMAGES whatsoever ARISING OUT OF USER'S ACCESS TO OR USE OF THE NETWORK.
9.
Liability/Indemnification.  

User shall be liable for, and shall indemnify and hold oracle harmless from, any damages sustained by Oracle, including, but not limited to, losses, liabilities, claims, demands, suits, causes of action, judgments, costs or expenses (including court costs and attorneys’ fees), arising out of user's access to or use of the network.
10.
Assignment.

The rights granted in this Agreement may not be assigned or transferred by User without the prior written approval of Oracle.  User shall not be permitted to delegate its responsibilities or obligations hereunder without the prior written approval of Oracle.

11.
Governing Law, Jurisdiction.

This Agreement, and all matters arising out of or relating to this Agreement, shall be governed by the laws of the State of California, USA.

Any legal action or proceeding relating to this Agreement shall be instituted in a state or federal court in San Francisco or San Mateo County, California, USA.  User and Oracle agree to submit to the jurisdiction of, and agree that venue is proper in, these courts in any such legal action or proceeding.

12.
Export Administration.  
User agrees to comply fully with all relevant export laws and regulations of the United States and any other applicable jurisdiction(s) (“Export laws”) and agrees that no Confidential Information or Equipment, or any direct product thereof, shall be exported, directly or indirectly, in violation of Export laws.

13.
Severability and Entire Agreement.

In the event any provision of this Agreement is held to be invalid or unenforceable, the remaining provisions of this Agreement will remain in full force.  

This Agreement constitutes the complete agreement between the parties and supersedes all prior or contemporaneous agreements or representations, written or oral, concerning the subject matter of this Agreement.  This Agreement may not be modified or amended except in a writing signed by a duly authorized representative of each party; no other act, document, usage or custom shall be deemed to amend or modify this Agreement.

14.
Signatures and Counterparts.

This Agreement shall not be binding until executed by User and by the two (2) authorized Oracle representatives designated below.

Facsimile signatures upon the signature page of this Agreement and upon Attachment C hereto shall be binding upon the parties as though they were original signatures.

This Agreement may be executed in one or more identical counterparts, each of which shall be deemed to be an original, but all of which together shall constitute one and the same instrument.  

ORACLE CORPORATION 




USER

By:







By:







Name:







Name:







Title:







Title:







(Senior Vice President authorizing access)

By:








Name:








Title:








(Global IT approval)

Attachment A
(Authorized Personnel)

User Name:
Atul Batra 

Telephone:


E-mail:

Atul.Batra@sun.com 

                                                                                  Attachment B
(Permitted Uses)

1.  Purpose for access:

The User is a attendee to the Oracle’s OASIS standards technical meeting for Webservices for Remote Portlets (WSRP) at Oracle’s U.K. Reading facility from August 3rd to August 6th.  The User needs to have Internet access to retrieve email and access to meeting materials. Due to the absence of direct Internet connection from the meeting facility, the User has to get on the Internet via Oracle’s proxy server.  

2. Specific server(s) and application(s) to be accessed:
www-proxy.uk.oracle.com  

* Privilege of access granted under this agreement will be solely for the purpose of accessing to the Internet via the desinated Oracle proxy server on port 80 listed here. No other Oracle internal servers and applications should be allowed to access by the User under this agreement.
3.  Method of access (e.g., PPP, ISDN, DSL, or Virtual Private Network):

On-site only under the supervision of Oracle employee(s).

4.  Type of activity (e.g., http, ftp, SQL*net, Telnet):
     HTTP
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