
Cross-Enterprise Security and Privacy Authorization

SAML v2.0 Interop
Fine Grain Access Control Validation

Objectives Week ending 11/15/2008

•Plug-in Attribute Services – Described in XSPA SAML Profile

•Standup Univ. of Applied Sciences (Switzerland) PDP/PAP

•Complete Use Cases•Complete Use Cases

•Begin Development of HIMSS XSPA Interop XACML Policies
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ACS – Access Control System

STS – Security Token Service
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Demo SAML Callback Handler and Validator
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